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EU Whistleblowing Policy 

 

1 Purpose & Scope 

This EU Whistleblowing Policy (the "Policy") provides information on the EU 
Whistleblowing Directive and how in certain circumstances, employees can 

choose to report and where appropriate, have their concerns investigated 
locally, rather than at a group level. This Policy is designed to supplement 

the End-to-End Concerns Management Process Standard (the "End-to-End 
Concerns Policy"). Where there is a conflict between the End-to-End 

Concerns Policy and this Policy, then this Policy will apply.   

There are country sections included within this Policy, which provide 

additional guidance on how the Policy will apply in the specified country. 

What concerns does this Policy apply to in Europe? 

This Policy specifically covers reports made by employees, shareholders and 

others, employed or engaged by one of the entities listed in the country 

sections and relating to the following matters ("Reports"): 

• Breaches of European Union Law (a "Union Law Allegation"); 
• The concerns listed in the country section; or  

• Retaliation against employees or legal or natural persons connected with 
employees who make Reports or facilitate the making of Reports 

concerning Union Law Allegations.  

This Policy does not govern individual employee grievances, complaints 

relating to job performance, or complaints related to the terms and conditions 
of employment, that are not by their nature complaints which relate to a 

potential integrity violation, unless otherwise provided by local regulations. 

 

2 Requirements  

2.1 Reporting a concern 

Internal reporting using group resources:  

Reports may be made using the reporting channels identified in the End-to-End 

Concerns Policy. Reports made through those channels will be received and 
processed using group resources (being the Incident Classification Group 

(“ICG”)). The ICG is comprised of the Security, Investigations and Resilience 



 
 
 

 

team, HR and Legal, with other stakeholders such as Forensics, Tech and 

Compliance brought in where necessary to advise on specific concerns.  

Internal reporting locally:  

In addition to the methods provided in the End-to-End Concerns Policy, you can 
make a Report via the email address listed in the country section, in 

accordance with local reporting arrangements as set out in the relevant country 

section.   

2.2 Receipt of Report and Investigation 

a) Making a report and acknowledgement  

Reports may be made to the channels set out in the End-to-End Concerns 

Policy or the method described in the paragraph above. If the reporter makes a 
Report that falls within scope of this Policy or a relevant country section, the 

Report will be acknowledged within seven days of the Report being made. If 
the reporter requests a physical meeting, this will be set up within a reasonable 

timeframe. 

b) Investigation process 

Once a Report has been received, the reporter may be asked to provide further 

information in connection with the investigation process.   

Depending on the nature of the Report, it may be appropriate for the concerns 

to be investigated by specialist functions within the wider Haleon global group, 

as permitted under local law.    

c) Feedback 

Where possible, the reporter will be provided with feedback on the action 

envisaged or taken as follow-up to the Report, subject always to applicable 
legal and regulatory obligations.  The reporter will typically receive feedback 

within three months of the Report being made. 

  



 
 
 

 

2.3 No Retaliation 

Consistent with the End-to-End Concerns Policy, the Company will not tolerate 

any Retaliation or attempted Retaliation by any other person or group, directly 
or indirectly, against anyone who, based on a reasonable belief, makes a 

Report or provides assistance to Human Resources, Legal, the Company's 
management or any other person or group, including any governmental, 

regulatory or law enforcement body, investigating or otherwise helping to 

resolve a Report. 

The Company will also not tolerate Retaliation against 
• third parties who confidentially support the reporter in a report in a work 

related context, 
• individuals who are related to the reporter and who may suffer reprisals in a 

work related context, such as co-workers or relatives of the reporter, or 
• legal entities that the reporter owns, where the reporter works, or to which 

the reporter is otherwise connected, within a work related context. 

 

(together “Facilitators”) 

2.4 External Reporting 

The Company encourages the reporter to use internal reporting procedures 

set out in the End-to-End Concerns Policy and the country sections 

attached to this Policy, to make a Report.   

There may also be occasions where it is appropriate for the reporter to 
make a Report to an external body. If the relevant competent authority in 

the employee's country has set up an independent external reporting 

channel, the reporter may raise their concerns through those means as 
well. Details of the authorities competent to receive a Report will be set out 

in the country sections.  

The Company strongly encourages the reporter to seek advice before 

reporting a concern to anyone external other than through the identified 

channels. 

 

2.5 Confidentiality  

Consistent with the End-to-End Concerns Policy, all investigations will be 

conducted in a confidential manner, so that information will be disclosed only 
as needed to facilitate review of the investigation materials or otherwise as 

required by law.  



 
 
 

 

The reporter will usually be given the opportunity to check and rectify the 

transcript or minutes of any telephone call or meeting in which the reporter 

makes a Report.  

All records relating to any Report and to the investigation and resolution 
thereof will be retained on a strictly confidential basis, as required under 

the Company's record retention schedules in effect from time to time.  

3 Definitions 

European Union Law: means European Union Law relating to (a) public 

procurement; (b) financial services, products and markets, and prevention of 

money laundering and terrorist financing; (c) product safety and compliance; 
(d) transport safety; (e) protection of the environment; (f) radiation protection 

and nuclear safety; (g) food and feed safety, animal health and welfare; (h) 
public health; (i) consumer protection; (j) protection of privacy and personal 

data, and security of network and information systems; (k) breaches affecting 
the financial interests of the European Union as referred to in Article 325 Treaty 

on the Functioning of the European Union ("TFEU") and as further specified in 
relevant European Union measures; and (l) breaches relating to the internal 

market, as referred to in Article 26(2) TFEU, including breaches of European 
Union competition and State aid rules, as well as breaches relating to the 

internal market in relation to acts which breach the rules of corporate tax or to 
arrangements the purpose of which is to obtain a tax advantage that defeats 

the object or purpose of the applicable corporate tax law. 

 

Retaliate / Retaliation: means retaliation against persons who make 

Reports and Facilitators concerning Union Law Allegations including but not 
limited to: (a) suspension, lay-off, dismissal or equivalent measures; (b) 

demotion or withholding of promotion; (c) transfer of duties, change of 
location of place of work, reduction in wages, change in working hours; (d) 

withholding of training; (e) a negative performance assessment or 
employment reference; (f) imposition or administering of any disciplinary 

measure, reprimand or other penalty, including a financial penalty; (g) 
coercion, intimidation, harassment or ostracism; (h) discrimination, 

disadvantageous or unfair treatment; (i) failure to convert a temporary 
employment contract into a permanent one, where the worker had 

legitimate expectations that they would be offered permanent employment; 
(j) failure to renew, or early termination of, a temporary employment 

contract; (k) harm, including to the person's reputation, particularly in 
social media, or financial loss, including loss of business and loss of 

income; (l) blacklisting on the basis of a sector or industry-wide informal or 

formal agreement, which may entail that the person will not, in the future, 
find employment in the sector or industry; (m) early termination or 



 
 
 

 

cancellation of a contract for goods or services; (n) cancellation of a license 

or permit; (o) psychiatric or medical referrals. 

 

 

4 Document Revision History 

REVISION (Principal changes from last revision) 

Type of Change: ☒ New  ☐ Administrative changes; 

☐ Technical changes impacting: 

☐Roles and responsibilities 

☐Process or activities 

Reason for Change  N/A 

Description of Change  N/A 

 

Last updated: 17 September 2024 

  



 
 
 

 

5 Country Sections 

5.1 Belgium  

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy"). In the event of a conflict, this section shall 
prevail. 

 

Who this section applies to locally 

This section is implemented in Belgium by a local legal entity with 50+ 
employees, i.e. Haleon Belgium NV, with registered office at Da Vincilaan 5, 1930 

Zaventem, Belgium, VAT BE 0404.195.238, RPM/RPR Brussels ("Haleon 
Belgium"). 

 

This section applies to Haleon Belgium employees, but we also accept Reports 

from persons who have acquired information about the breaches outlined below 
in the context of a working or professional relationship with Haleon Belgium or 

any other Haleon legal entity. The categories of person who may make Reports 
by virtue of their working or professional relationship, in addition to employees 

of Haleon Belgium, include independent contractors, any person working under 
the supervision and direction of contractors, sub-contractors, service providers, 

suppliers, directors, officers, shareholders, members of the administrative, 
management or supervisory bodies, non-executives, volunteers, trainees former 

employees (when the information was acquired during their employment 
relationship) or candidates (when they obtained the information as a result of 

the recruiting process). In addition, Haleon Belgium employees and third parties 
who have obtained information outside the context of a working or professional 

relationship with Haleon Belgium can also make an internal Report locally, 
provided that the Report relates to financial services, products and markets and 

the money laundering legislation (collectively "Reporters"). 

 
What concerns does this section apply to locally  

 
In addition to the topics that are set out in this Policy, this section covers 

complaints and concerns (collectively, "Reports") of employees, 
shareholders and others, employed or engaged by one of the entities listed 

in the country sections and relating to the following matters:  
 

• breaches relating to any violation of the legal or regulatory (Belgian) 
provisions or the directly applicable European provisions, as well as the 

provisions taken in execution of these provisions, specifically for: (i) public 
procurement; (ii) financial services, products and markets, and prevention 

of money laundering and terrorist financing; (iii) product safety and 
compliance; (iv) transportation safety; (v) environmental protection; (vi) 



 
 
 

 

radiation protection and nuclear safety; (vii) food and feed safety, animal 

health and animal welfare; (viii) public health; (ix) consumer protection; 
(x) protection of privacy and personal data, and the security of networks 

and network and information systems; (xi) the fight against tax fraud; (xii) 

the fight against social fraud; 

• breaches affecting the financial interests of the Union; and 

• breaches relating to the internal market. 

 

Information of which the disclosure is prohibited because it is covered by national 

security ("la sécurité nationale" / "nationale veiligheid"), because it concerns 

classified information ("informations classifiées" / "gerubriceerde gegevens"), 
medical confidentiality ("le secret médical" / "het medisch beroepsgeheim"), 

because it is covered by the professional confidentiality of attorneys 
("informations et renseignements que les avocats reçoivent de leurs clients ou 

obtiennent au sujet de leurs clients" / "informatie en inlichtingen die advocaten 
ontvangen van hun cliënten of verkrijgen over hun cliënten") or the 

confidentiality of judicial deliberations ("le secret des délibérations judiciaires" / 
"geheimhouding van rechterlijke beraadslagingen") is expressly excluded from 

the scope of this section, in accordance with the applicable legal conditions as 
listed in Article 5, §1 of the Act of November 28, 2022 on the protection of 

persons who report breaches of national or Union law within legal entities in the 

private sector ("Belgian Whistleblowing Act"). 

How to internally report a breach or concerns covered by this section 

locally  

In Belgium, employees may use the reporting channels identified in the End-to-

End Concerns Policy. However, using this channel means the concern will be 
heard and potentially investigated using group resources.  

 
If you wish to have the concern heard and where appropriate investigated locally, 

please contact Mr Michaël Falcomer (email 
Haleon.SpeakUp.Belgium@Haleon.com) with your concern, who has currently 

been appointed as local report manager ("Local Report Manager"). In the 
event that the Local Report Manager is absent from work (e.g. due to holidays, 

sick leave), the Legal & Compliance Director will substitute him/her. A face-to-
face meeting with the Local Report Manager (or the person delegated by 

him/her) will be arranged within a reasonable time if requested by you. 
 

In the event that the Local Report Manager is conflicted or is the subject of the 
Report, the Report can be submitted, at your choice, through the reporting 

channels identified in the End-to-End Concerns Policy or by sending an email to 

the person who substitutes the Local Report Manager during his/her absence. 
 

mailto:Haleon.SpeakUp.Belgium@Haleon.com


 
 
 

 

Haleon may request the assistance of an external law firm to obtain advice as to 

how to proceed in accordance with local legislation. 
 

Reception and handling of internal Reports that have been made locally 

Upon receipt of the Report, the Local Report Manager will make a preliminary 

assessment as to whether the facts reported are within the material scope of this 
section, as well as the consistency and plausibility of the facts reported, and may 

request additional information from you if deemed necessary.  

Once a Report is received and receipt has been acknowledged, the Local Report 

Manager will also assess whether the Report reveals a structural issue or an issue 

that affects two or more entities of the group and/or can only be effectively 
addressed with a cross-border approach that Haleon Belgium has not the power 

to apply in a view of ensuring the effectiveness of the EU Whistleblower Directive. 

To the extent this is the case, the Local Report Manager could either:  

• Provide the Reporter with feedback setting out (to the extent applicable) 
in detail why it was not possible for the Local Report Manager to investigate 

and/or address the Report locally. The Local Report Manager will then 
explicitly recommend the Reporter to submit the Report directly through 

the reporting channels identified in the End-to-End Concerns Policy; or  

• Request the Reporter's consent to share the Report with the appropriate 

group resources. Notwithstanding this, the Local Report Manager remains 
responsible and accountable for any internal Reports that have been made 

locally, including for maintaining confidentiality, giving feedback, and 
addressing the Report. In case the Reporter does not consent to the 

sharing of the Report with the appropriate group resources, the Local 

Report Manager will provide the Reporter with feedback as set out in the 

above paragraph. 

Investigations of the Report and feedback to the Reporter 

The Local Report Manager will lead the investigation of the Report, establishing 

the necessary internal (and, to the extent the Reporter's consent was obtained, 
external) resources for the same as well as the persons who must have access 

to the Report and to the information obtained from the Report and from the 
internal investigation process (including personal data, such as the Reporter's 

identity).  

Once the investigation is concluded, the corresponding actions will be adopted 

according to Haleon Belgium policies and procedures and applicable local law. 

The Local Report Manager remains in charge of maintaining communication with 

the Reporter and, if deemed necessary, may request additional information from 

the Reporter on the Report.  



 
 
 

 

In any event, the Local Report Manager will contact the Reporter in writing within 

three (3) months of the initial acknowledgement of receipt of the Report or, if no 
response is received, within three months of the expiration of a period of seven 

(7) calendar days following the Report, to respond to the investigative actions, 
providing summary information on the steps planned or taken to follow up on 

the complaint and address the alleged concern reported, all subject to Haleon 
Belgium's other obligations (e.g. confidentiality and personal data protection 

obligations). 

Safeguards 

Once an in-scope Report has been submitted, the Reporter will benefit from the 

safeguards set forth in Chapters 6 and 7 of the Belgian Whistleblowing Act, 

regarding, among other things, non-retaliation and confidentiality. 

External reporting locally  

Haleon Belgium strongly encourages Reports to be made internally so that any 

concerns can be resolved. However, should you decide to report your concerns 
externally in compliance with the applicable legal provisions, besides the federal 

coordinator, you can report to the relevant Belgian competent authorities, i.e.:  
 

• the Federal Public Service Economy; 
• the Federal Public Service Finance; 

• the Federal Public Service Public Health, Food Chain Safety and 
Environment; 

• the Federal Public Service Mobility and Transportation; 
• the Federal Public Service Employment, Labour and Social Dialogue; 

• the Programming Public Service for Social Integration, Poverty Reduction, 

Social Economy and Metropolitan Policy; 
• the Federal Agency for Nuclear Control;  

• the Federal Agency for Medicines and Health Products; 
• the Federal Agency for the Safety of the Food Chain; 

• the Belgian Competition Authority;  
• the Data Protection Authority;  

• the Financial Services and Markets Authority; 
• the National Bank of Belgium; 

• Belgian Audit Oversight Board;  
• the authorities mentioned in article 85 of the law of September 18, 2017 

on the prevention of money laundering and terrorist financing and on the 
restriction of the use of cash; 

• the National Committee for the Security of Drinking Water Supply and 
Distribution; 

• the Belgian Institute for Postal Services and Telecommunications; 

• the National Institute for Health and Disability Insurance; 
• The National Institute for the Social Security of the Self-employed; 

• the National Employment Office; 



 
 
 

 

• the National Social Security Office; 

• the Social Intelligence and Investigation Service; 
• the Autonomous Anti-Fraud Coordination Service; and 

• the Shipping Control. 
 

The way to make external reports can be found on the websites of the relevant 
competent authorities. 

 
Personal data processing  

 

Any Reports received will be treated with appropriate confidentiality and comply 
with current privacy and data protection legislation in force in each relevant 

country from time to time, in particular Regulation (EU) 2016/679 (GDPR) and 
implementing national laws, in particular, the Belgian Data Protection Act of 30 

July 2018 (“Data Protection Laws”).  
 

This section provides information with respect to the processing of personal data 
in relation to the local reporting channel for Belgium and is in addition and 

without prejudice to the information provided in Haleon’s Worker Privacy Notice 
Site de communication - Belgium & Luxembourg Employee PN 18 Jul 2022.pdf - 

Tous les documents (sharepoint.com) as far as employees are concerned, and 
the general Haleon Privacy Centre, as may be amended from time to time. In 

case of conflict between the information provided in this section and in the 
relevant data protection information notices identified above, this section shall 

prevail.  

 
Please consult the relevant data protection information notices identified above 

for further information with respect to the processing of personal data by Haleon 
Belgium, in particular data recipients, transfers of personal data outside the EEA, 

your rights and how and who to contact to exercise them. 
 

If you are the subject of a Report, you will be informed about the collection of 
your personal data in accordance with applicable local requirements. In 

accordance with applicable law, such information can be delayed if this is 
necessary for investigatory or other evidentiary purposes. 

 
1. Data controller 

 
Haleon Belgium acts as the controller of personal data collected and processed 

in relation to the local reporting channel for Belgium.  

 
2. Processing purposes and legal bases 

 
The purposes of the data processing are (i) to assess the Reports received 

through the local reporting channel for Belgium, (ii) to carry out the necessary 
internal investigations (iii) to record the operation and effectiveness of the 

https://haleon.sharepoint.com/sites/LEGAL_COMPLIANCE/Shared%20Documents/Forms/AllItems.aspx?id=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices%2FBelgium%20%26%20Luxembourg%20Employee%20PN%2018%20Jul%202022%2Epdf&parent=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices
https://haleon.sharepoint.com/sites/LEGAL_COMPLIANCE/Shared%20Documents/Forms/AllItems.aspx?id=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices%2FBelgium%20%26%20Luxembourg%20Employee%20PN%2018%20Jul%202022%2Epdf&parent=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices
https://www.privacy.haleon.com/en-be/


 
 
 

 

internal and local reporting channel, (iv) to comply with the Belgian 

Whistleblowing Act and to (v) adopt the necessary measures to address the 
Reports received.  

 
The lawful bases for the processing of personal data received as a result of a 

Report or in the framework of a subsequent internal investigation are Article 
6(1)(c) of the GDPR (the processing is necessary for compliance with the legal 

obligation to have an internal whistleblowing channel) and Article 6(1)(f) of the 
GDPR (the processing is necessary for the legitimate interests pursued by Haleon 

Belgium, which include investigating and taking appropriate action related to a 

potential violation of relevant laws and regulations and other in-scope matters, 
thereby ensuring compliance). When pursuing those legitimate interests, Haleon 

Belgium will balance them with the data subjects’ interests and fundamental 
rights and freedoms in relation to the protection of the data subjects’ personal 

data. 
 

In exceptional circumstances, such as when Haleon Belgium intends to disclose 
the Reporter’s identity to third parties, Haleon Belgium may process personal 

data on the basis of explicit consent. 
 

Personal data relating to criminal convictions or offenses shall only be processed 
as specifically authorized by Union or Belgian law, in particular where it is 

necessary to manage Haleon Belgium’s own litigations as per the Belgian Data 
Protection Act. 

 

If a Report contains special categories of personal data, such data shall only be 

processed (i) if the processing is necessary for the performance of obligations 

and the exercise of specific rights of Haleon Belgium or the data subject in the 

field of labour law and social security and social protection law, to the extent 

permitted by Union or Belgian law or by a collective agreement under Belgian 

law providing adequate safeguards for the fundamental rights and interests of 

the data subject (Art. 9 (2) (b) GDPR), or (ii) if the processing is necessary for 

the establishment, exercise or defence of legal claims (Art. 9 (2) (f) GDPR).  

If special categories of personal data or personal data relating to criminal 

convictions or offenses are included in a Report but are not clearly relevant to 

the reported matter, they will be deleted immediately and securely. 

Automated decision-making, including profiling, does not take place in 
connection with the use of the local reporting channel for Belgium. 

 

3. Categories of personal data processed 
 



 
 
 

 

The following categories of personal data may be collected and processed 

through the use of the local reporting channel for Belgium: 

▪ the identity, functions and contact details of the Reporter, the subject(s) of 

the Report, and the persons involved in (and the persons identified in 

connection with) the processing of the facts reported and further 

investigation thereof; 

▪ Breaches and related facts reported (including data relating to fraud or 

allegations of fraud, or other violations of the law, or relating to suspected 

or possible criminal offences), communications and information 

collected/reviewed in connection with the reporting and investigation of the 

facts reported (subject to applicable requirements under applicable law), 

and investigation report; and 

▪ consequences of the investigation, including possible disciplinary measures 

as well as criminal allegations, prosecutions or convictions, as the case may 

be; 

▪ protection of the relevant persons against retaliation; 

▪ follow-up on the Report. 

 

Non-use of the local reporting channel for Belgium does not entail any 
consequences and providing personal data is voluntary. Failing to provide 

personal data may, however, delay or make it impossible for Haleon Belgium to 
act upon any Report submitted but does not entail any other consequences.  

 
The source from which personal data originates is typically from the individual to 

whom it relates (e.g. employees themselves) and personal data that Haleon 
Belgium receives in a permissible manner from publicly available sources and/or 

from third parties as further described below. 

Haleon Belgium may collect personal data in the ways listed below: 

- Collection of personal data directly from the data subject, such as through 

a Report or other forms of information data subjects provide to Haleon 
Belgium in connection with their employment; 

- Collection of personal data during data subjects’ activities in the course of 
their employment, such as through their performance and interaction with 

other employees, customers, or other individuals; and 
- Collection of personal data from other parties such as Reporters and other 

employees.  
 

4. Confidentiality 



 
 
 

 

 

Your identity will be processed in a confidential manner. This means that your 
identity will not be disclosed to anyone beyond the authorized staff members 

competent to receive or follow up on Reports, except where this is a necessary 
and proportionate obligation imposed by Union or national law in the context of 

investigations by national authorities or judicial proceedings, or with your explicit 
consent. This also applies to any other information from which your identity may 

be directly or indirectly deduced. In case of disclosures pursuant to a European 
Union or national law obligation in the context of investigations by national 

authorities or judicial proceedings, you shall be informed thereof beforehand, 

unless such information would jeopardise the related investigations or judicial 
proceedings. 

 
5. Retention periods 

 
Personal data which is manifestly irrelevant to the handling of a specific Report 

will not be collected or, if accidentally collected, will be deleted without undue 
delay. More generally, personal data will be kept for no longer than it is necessary 

and proportionate for the purpose for which it has been collected in compliance 
with applicable law and the Company's record retention schedules in effect 

from time to time. 
 

Reports, including recordings, transcripts and minutes, will only be kept for as 
long as is strictly necessary and proportionate for their investigation and for the 

protection of the Reporter, the subjects of the Report and any third parties 

mentioned in the Report, taking into account the time required for any further 
investigations and the specific retention periods contained in the Belgian 

Whistleblowing Act as described below. In particular, personal data relating to 
out-of-scope Reports will be destroyed without undue delay. 

 
In accordance with Article 22, §1 of the Belgian Whistleblowing Act, Reports will 

be kept for the duration of the work-related relationship of the Reporter with 
Haleon Belgium. The name, function and contact details of the Reporter and of 

any person to whom the protection and support measures under the Belgian 
Whistleblowing Act extend, as well as the subjects of the Report and any third 

parties mentioned in the Report, including, where applicable, their company 
number, will be saved until the reported violation is time-barred, as required 

under Article 21 of the Belgian Whistleblowing Act. 
 

In the case of disciplinary or legal proceedings initiated pursuant to a Report, the 

personal data relating to the Report will in any event be retained until the end of 
the proceedings or the end of the limitation period for appeals against the 

decision. 
 

Furthermore, Haleon Belgium may retain personal data relating to a Report for 
up to five (5) years, in intermediate storage, if it is legally obliged to do so (for 



 
 
 

 

example, to meet accounting, social or tax obligations) 

 
6. Data protection rights 

  
Data subjects can exercise their rights of access, rectification, deletion, transfer 

(portability), limitation of the processing and objection as described in the 
relevant data protection information notices identified above. They also have the 

right to withdraw their consent at any time, and to file complaints with the 
competent data protection authority. In the case of Belgium, this is the Belgian 

Data Protection Authority (https://www.dataprotectionauthority.be). 

  

https://www.dataprotectionauthority.be/


 
 
 

 

5.2 Czech Republic 

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy").  In the event of a conflict, this section shall 

prevail. 

Who this section applies to locally 

This section is implemented in the Czech Republic by Haleon Czech Republic 

s.r.o., having its registered office at Hvězdova 1734/2c, Nusle, 140 00 Prague 

4, Identification No.: 036 55 067 ("Haleon Czech"). 

This section applies to Haleon Czech employees, but we also accept Reports from 

persons who have acquired information about the breaches outlined below in the 

context of a working or professional relationship with Haleon Czech or any other 

Haleon legal entity. The categories of person who may make Reports by virtue 

of their working or professional relationship, in addition to employees of Haleon 

Czech, include independent contractors, sub-contractors, service providers, 

suppliers, members of the board, members of management, auditing or 

supervisory corporate bodies, non-executives, job candidates, volunteers and 

trainees (collectively "Reporters"). 

What concerns does this section apply to locally  

In addition to the topics that are set out in this Policy, this section covers 

complaints and concerns (collectively, "Reports") of Reporters relating to the 

following matters:  

• Violation which qualifies as a criminal offence; 

• Violation which qualifies as an administrative offence punishable by a fine with 
upper limit of at least CZK 100,000; 

• Violation of the Czech Whistleblowing Act; 
• Violation of the Czech legal regulation in the areas specified in the definition 

of the European Union Law. 

How to internally report a breach or concerns covered by this section 

locally  

In the Czech Republic, Reporters may use the reporting channels identified in 

the End-to-End Concerns Policy. However, using this channel means the concern 

will be heard and potentially investigated using group resources.  

 

If you wish to have the concern heard and where appropriate investigated locally, 

please contact the following designated person/s: Lucie Nezkusilova, 

+420702203133, lucie.x.nezkusilova@haleon.com with your concern.  

mailto:lucie.x.nezkusilova@haleon.com


 
 
 

 

Haleon may request the assistance of an external law firm to obtain advice as to 

how to proceed in accordance with local legislation. 

External reporting locally  

Haleon Czech strongly encourages Reports to be made internally so that any 

concerns can be resolved.  However, should Reporters decide to report their 

concerns externally, the competent authority is set out below:  

• the Ministry of Justice (Ministerstvo spravedlnosti, 

https://oznamovatel.justice.cz/). 

What to expect when reporting a concern locally 

In addition to the information provided in the Policy, please note that: 

• If requested by the Reporter, the designated person must allow a personal 
filing of the Report within 14 days. 

• The designated person must confirm the receipt of the Report in writing, 
within 7 days. Furthermore, the designated person shall inform the Reporter 

of any action taken, the status of the internal investigation as well as the 

outcome thereof within a reasonable period of time, but no later than 30 days 
from the confirmation of receipt. In the event of factually or legally complex 

cases, this period may be extended once or at most twice with each extension 
lasting up to 30 days. The designated person is obligated to inform the 

Reporter in writing of the extended deadline and the reasons for its extension 

before the deadline expires.  

Archiving of Report and handling of personal data 

The personal data is processed while the case is ongoing and for a period of 5 

years from the date of receipt of the Report. 

You also have the right to complain about the processing of personal data to your 

local supervisory authority, which in the Czech Republic is the Office for Personal 

Data Protection, www.uoou.cz. 

  

https://oznamovatel.justice.cz/
http://www.uoou.cz/


 
 
 

 

5.3 Denmark 

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy").  In the event of a conflict, this section shall 

prevail. 
 

Who this section applies to locally 

This section is implemented in Denmark by local legal entities with 50+ 

employees ("Haleon Denmark "). 
 

This section applies to Haleon Denmark employees ("Reporters").  

 
What concerns does this section apply to locally  

 

In addition to the topics that are set out in this Policy, this section covers 
complaints and concerns (collectively, "Reports") of Reporters relating to the 

following matters:  
 

• violations of specific areas of the EU law, as referred to in this Policy; and  
• serious offences and other serious matters, which may relate to:  

o Punishable offences, e.g., abuse of funds, theft, fraudulent 
misrepresentation, embezzlement, fraud, bribery, etc; 

o Serious or repeated violations of Danish legislation;  
o Serious or repeated violations of material internal guidelines, e.g., on 

business trips, gifts, financial reporting, etc; and / or 
o Serious workplace conflicts, e.g., in the form of sexual harassment or other 

serious harassment. 

How to internally report a breach or concerns covered by this section 

locally  

In Denmark, employees may use the reporting channels identified in the End-
to-End Concerns Policy. However, using the channels in the End-to-End 

Concerns Policy means the concern will be heard and potentially investigated 
outside of the whistleblower system described in this section and the 

requirements in the Danish Whistleblower Act and instead in accordance with the 
End-to-End Concerns Policy using group resources and as such, the Report may 

not be dealt with confidentially.  
 

If you wish to have the Report heard and where appropriate investigated locally 
in accordance with the confidentiality requirements set out in this section and 

the requirements in the Danish Whistleblower Act, please email 
Haleon.SpeakUp.Denmark@Haleon.com with your concern.  

 
The Report will be acknowledged within seven days of the Report being made. If 

the Reporter requests a physical meeting, this will be set up within a reasonable 

mailto:Haleon.SpeakUp.Denmark@Haleon.com


 
 
 

 

timeframe.  

 
Haleon may request the assistance of an external law firm to obtain advice as to 

how to proceed in accordance with local legislation. 
 

Duty of confidentiality 

The designated persons at Haleon Denmark are appointed to receive and 

investigate Reports received, are subject to a special duty of confidentiality. 
Further, any person at Haleon Denmark or at group level who is involved in the 

investigations of a Report will be subject to the same special duty of 

confidentiality with regard to any information that has or is subject of the 

investigation of the Report received. 

Information that may directly or indirectly disclose the Reporter's identity will 
not be shared with any who are not a designated at Haleon Denmark to receive 

and investigate Reports without the Reporter's explicit consent.  

Notice to reported persons and to other persons  

If information about you is reported in a Report received, and the Report falls 
within this section, you will as a general rule, not receive any information about 

the processing of your personal data. 

If, on the other hand, the Report does not fall within this section, you will be 

informed of the processing of your personal data in accordance with the rules of 

the Data Protection Regulation and the Danish Data Protection Act. 

Data protection  

The processing of personal data in connection with a Report received will be on 

the basis of section 22 of the Danish Whistleblower Act, according to which 

processing of personal data subject to articles 6, 9 and 10 of the General Data 
Protection Regulation may take place if the processing of the personal data is 

necessary to investigate a Report received in a whistleblowing system 

established in accordance with the Danish Whistleblower Act. 

For further information with regard to the processing of personal data please 
refer to the Denmark Privacy policy for employees or Privacy policy for external 

parties (www.privacy.haleon.com/da-dk/general/). 

External reporting locally  

Haleon Denmark strongly encourages Reports to be made internally so that any 
concerns can be resolved.  However, should employees decide to report their 

concerns externally, the competent authority is set out below:  
 

• The Danish Data Protection Agency’s general external whistleblowing system 

(www.whistleblower.dk). 

http://www.privacy.haleon.com/da-dk/general/
http://www.whistleblower.dk/


 
 
 

 

5.4 France 

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy"). In the event of a conflict, this section shall 

prevail. 

This country section is implemented in France by local legal entities with 50+ 

employees ("Haleon France"). 

Who this section applies to locally  

The following individuals are encouraged to use the internal reporting process 

("Individuals"): 

• all current Haleon France employees, former Haleon France employees where 

the information was obtained in the course of that relationship, and individuals 
who have applied for employment with Haleon France, where the information 

was obtained in the course of that application; 
• shareholders, partners and holders of voting rights in the general meeting of 

the entity; 
• members of the administrative, management or supervisory body ("aux 

membres de l'organe d'administration, de direction ou de surveillance"); 

• external and occasional consultants; 
• contractors of the entity concerned, their subcontractors or, where the 

contractor is a legal entity, members of the administrative, management or 
supervisory bodies of these contractors and subcontractors, as well as 

members of their staff.  

The Individuals, who have obtained, in the course of their professional activities, 

information related to the wrongdoings that may be reported as provided by the 
applicable law, relating to facts which have occurred or are very likely to occur 

in the entity concerned, may report such information internally in accordance 
with the applicable procedures, in particular where the Individuals consider that 

it is possible to remedy the breach effectively by this reporting and that they do 

not expose themselves to a risk of retaliation. 

What concerns does this section apply to locally  

Under French law, the whistleblower is the individual ("personne physique") who 

reports or discloses, without direct financial consideration and in good faith, 

information relating to ("Reports"):  

• a crime, an offence, a threat or harm to the general interest,  

• a violation or an attempt to conceal a violation of an international commitment 
regularly ratified or approved by France, a unilateral act of an international 

organization taken on the basis of such a commitment,  
• the European Union Law,  



 
 
 

 

• the law or regulations. 

Facts / information / documents, regardless of their form or medium, the 
disclosure of which is prohibited because they are covered by national security 

("secret de la défense nationale"), medical secrecy ("secret médical"), secrecy 
of judicial deliberations,  judicial investigations or judicial enquiries ("au secret 

des délibérations judiciaires, au secret de l'enquête ou de l'instruction 
judiciaires"), or  legal professional secrecy ("secret professionnel de l'avocat") 

are expressly excluded from the whistleblowing scheme. 

Haleon France may process personal data for the purpose of providing the Policy 

and to investigate Reports, according to (i) its obligation to comply with legal 

provisions regarding the implementation of a whistleblowing system; and (ii) its 
legitimate interests in ensuring that employees comply with applicable law and 

its policies and procedures. When pursuing those legitimate interests, Haleon 
France will balance them with the Individual's interests and fundamental rights 

and freedoms in relation to the protection of the Individual's personal data. 

The following categories of personal data may be collected and processed as part 

of the investigation of Reports: 

• Identity, functions and contact details of the whistleblower; 

• Identity, functions and contact details of the persons who are the subject of 
the Report; 

• Identity, functions and contact details of persons involved in the collection or 
processing of the Report; 

• Facts reported; 
• Elements collected within the framework of the verification of the reported 

facts; 

• Investigation reports; and 

• Follow-up to the Report. 

Special categories of personal data (including personal data relating to ethnic or 
racial origin, political opinions, religious or philosophical beliefs, trade union 

membership, sexual life or orientation), as well as personal data relating to 
criminal convictions or offenses may be processed as part of the handling of a 

Report when their processing is necessary to the establishment, exercise or 

defense of legal claims.   

Haleon France endeavors to process only the data necessary for the purposes of 
investigating Reports. To that end, whistleblowers are invited to ensure that any 

information communicated when making a Report remains factual and directly 

relevant to the subject of the Report.  

 

How to internally report a breach or concerns covered by this section  



 
 
 

 

In France, Individuals may submit a Report through the reporting channels 

identified in this France country section. 

Internal reporting using group resources:  

Reports may be made using the reporting channels identified in the End-to-End 
Concerns Policy. Reports made through those channels will be received and 

processed using group resources (being the Incident Classification Group 
(“ICG”)). The ICG is comprised of the Security, Investigations and Resilience 

team, HR and Legal, with other stakeholders such as Forensics, Tech and 

Compliance brought in where necessary to advise on specific concerns.  

Internal reporting locally:  

If you choose to follow the local speak up process rather than the group 
resources, please email Haleon.SpeakUp.France@Haleon.com. This will be 

monitored by Marie-Maud Danmanville (in-country Compliance Officer) 

(hereafter the "Local Reports Referent").  

When making a Report, the Individual is encouraged to provide:  

• any evidence, whatever its forms, likely to support the Report; and 

• anything demonstrating that the evidence belongs to the Individual (except 

in case of a Report made anonymously). 

Haleon France will ensure that the Local Reports Referents are able to perform 
their duties in respect to this procedure in an impartial manner, by providing the 

following guarantees: 

• the Local Reports Referents will be free to treat Reports under the terms of 

this procedure without the need for management approval; 
• the Local Reports Referents will not be subject to retaliation for performing 

their duties under the terms of this procedure; 

• the Local Reports Referents are individuals who, by virtue of their position or 
status, have the competence, authority and means to carry out their duties; 

• the Local Reports Referents shall handle all reports in accordance with 
applicable legal requirements; 

• the Local Reports Referents must conduct any investigation in accordance 
with the adversarial principle and with an impartial ear;    

• the Local Reports Referents must immediately report to management any 

conflict of interest or other situation that may affect their impartiality. 

The receipt of the Report will be acknowledged within seven (7) working days 

("jours ouvrés") of receipt. 

As part of this Policy, personal data acquired by Haleon France may transfer 
outside of the European Economic Area. To provide an adequate level of data 

mailto:Haleon.SpeakUp.France@Haleon.com


 
 
 

 

protection for the transfer of personal data through the whistleblowing system, 

Haleon France has entered into an agreement including the European 
Commission's standard contractual clauses with the relevant entities of the 

relevant entities of the Haleon group.  The Individual can obtain a copy of such 

standard contractual clauses by contacting us at privacy@haleon.com  

Anonymity and Confidentiality 

Reports may be made anonymously or on an open basis. However, we 

strongly encourage Reports to be made on an open basis, where possible. 
Anonymous reporting may limit the extent to which we are able to fully 

investigate Reports and take remedial action.  

A Report made on an anonymous basis will be investigated, provided that: 

• the seriousness of the alleged facts is evidenced and the factual elements 

supporting the claim are sufficiently detailed;  
• anonymous Reports are handled with increased caution. For example, the 

first recipient of the Report may assess whether such anonymous Report 

should be processed through the whistleblowing system. 

Whether the Report is made anonymously or on an open basis, the identity 
of the whistleblower will be processed in a confidential manner, in accordance 

with this France country section.  

Other than in the circumstances identified in this France section, the identity 

of the Individuals may only be communicated with his/her consent, except 
in cases where communication of this information to judicial authorities is 

mandatory.  

The identity of the person who is the subject of the Report as well as the 

identity of any third party mentioned in the Report will also be processed in 

a confidential manner, in accordance with this section. The identity of the 
person who is the subject of the Report may only be communicated if the 

Report is well founded, subject to cases where communication of this 

information to judicial authorities is mandatory.  

Haleon France prohibits access to information contained in a Report, 
including the identity of the Individual, the person(s) targeted in the Report 

and any third party referred to in the Report, to staff members who do not 

have authority to access this information. 

Retaliation against those making Reports, whether direct or indirect, and 
persons who facilitate or otherwise assist in good faith in the making of the 

Report or the investigation process will not be tolerated.  

Investigation process  

mailto:privacy@haleon.com


 
 
 

 

If the Individual makes a Report using the usual group resources, the ICG 

will carry out an assessment to determine the scope of any investigation. If 
the Individual makes a Report locally, the Report will be shared with an 

external law firm to obtain advice as to how to proceed in accordance with 

local legislation.  

Individuals may be asked to provide further information in connection with 

the investigation process.   

If applicable, the Individual will be informed of the reasons why the ICG 
considers that the Report does not meet the statutory conditions. If the 

Report is not admissible, any information and/or data provided by the Individual 

will be immediately destroyed. 

Reports will be shared with the ICG in compliance with applicable 

information-sharing provisions.  

The persons or services involved in the investigation process have, by virtue 

of their position or status, the competence, the authority and means 

necessary to carry out their missions.  

Feedback 

The Local Reports Referents shall, within a reasonable period of time not 

exceeding three (3) months as from the acknowledgment of receipt of the 
alert or, if no acknowledgment is received, three (3) months as from the 

expiry of a seven (7)-working day period following the reporting of the 
Report, provide the Individual with written information on the measures 

envisaged or taken to assess the accuracy of the allegations and where 
appropriate, to remedy to the issues provided in the Report, as well as the 

reasons for such measures. 

Haleon France shall close the Report when the allegations are inaccurate or 
unfounded or when the Report has become irrelevant. The Individual should then 

be informed in this respect in writing. 

Record keeping  

Reports made orally (e.g., by voice message to the toll-free telephone 

number) will be recorded as follows: 

• If the Report is collected on the recorded telephone line or other recorded 
voice mail system, with the consent of the Individual: Haleon France will 

either (i) record the conversation on a durable and retrievable medium or 
(ii) transcribe the entire conversation; 



 
 
 

 

• If the Report is collected over the unrecorded telephone line or other 

unrecorded voice mail system: Haleon France will make an accurate 
written transcript of the conversation; and 

• If the Report is collected during a videoconference or physical meeting, 
with the consent of the Individual: Haleon France will either (i) record the 

conversation on a durable medium or (ii) make an accurate written 

transcript of the conversation. 

The Individual will have the opportunity to verify, rectify and approve the 

transcript of the conversation or the minutes (as applicable) by signing them. 

The recordings, transcripts and minutes shall be kept only as long as is 

strictly necessary and proportionate for the processing of the Report and for 
the protection of the Individual(s), the persons targeted and the third parties 

mentioned therein. 

Reports will only be kept for as long as it is strictly necessary and 

proportionate for their investigation and for the protection of the Individuals, 
the subjects of the Report and any third parties mentioned in the Report, 

taking into account the time required for any further investigations. 

In particular, personal data relating to out-of-scope Reports will be destroyed 

without delay or anonymized.  

If no action is taken following an in-scope Report, the personal data relating 

to this Report will be destroyed or anonymized by Haleon France within two 

(2) months of the end of the investigation.  

In the case of disciplinary or legal proceedings initiated pursuant to a Report, 
the personal data relating to the Report will be retained until the end of the 

proceedings or the end of the limitation period for appeals against the 

decision. 

Further, Haleon France may retain personal data relating to a Report for up 

to five (5) years, in intermediate storage, if it is legally obliged to do so (for 

example, to meet accounting, social or tax obligations).  

External reporting locally  

Haleon France strongly encourages Reports to be made internally so that any 

concerns can be resolved. However, should employees decide to report their 
concerns externally in compliance with applicable provisions, the competent 

authorities are set out below:  

• the competent authorities listed in annex of the Decree n°2022-1284 

dated 3 October 2022 
(https://www.legifrance.gouv.fr/jorf/id/JORFTEXT000046357368); 



 
 
 

 

• the administrative body "Défenseur des droits"; 

• the judicial authority; 
• an institution, body or agency of the European Union empowered to collect 

information on violations falling within the scope of the European directive 

dated 23 October 2019. 

The Report may only be made public by the Individual:  

1. after having been raised internally and/or externally without any appropriate 

measures being taken after the expiration of specific time limits: 
• for the competent authorities as listed in the annex of the Decree 

n°2022-1284 dated 3 October 2022, within a reasonable period of 

time not exceeding three (3) months as from the acknowledgement of 
receipt of the alert, or in the absence of acknowledgement of receipt, 

three (3) months as from the expiry of a period of seven (7) working 
days following the alert. This period is extended to six (6) months if the 

particular circumstances of the case, linked in particular to its nature or 
complexity, require further diligence, in which case, the authority must 

justify these circumstances to the author of the alert before the 
expiration of the three (3) - month period mentioned above; or 

• for the administrative body "Défenseur des Droits", the judicial 
authority or a competent EU institution, body or agency, within six (6) 

months as from the acknowledgement of receipt of the alert, or in the 
absence of acknowledgement of receipt, within six (6) months from the 

expiry of a period of seven (7) working days following the Report; 
2. in case of serious and imminent danger, or in case of imminent or obvious 

danger to the public interest, especially when there is an emergency situation 

or a risk of irreversible harm, or  
3. when referring the matter to the competent public authority would put the 

author at risk of retaliation or would prevent the content of the disclosure 
from being remedied effectively, due to the specific circumstances of the case, 

in particular if evidence may be concealed or destroyed or if the Individual 
has serious grounds for believing that the authority may have a conflict of 

interest, be in collusion with the author of the facts or be involved in those 

facts. 

Protection against retaliation  

Individuals benefit from the protection provided for by applicable French 

statutory provisions.  

In particular, Individuals are protected against any form of (threats and attempts 

of) retaliation (including termination, demotion, suspension, loss of benefits, 
threats, harassment or discrimination). Retaliation and reprisals by Haleon 

France or its employees against colleagues are a serious and material breach of 

this procedure.  



 
 
 

 

Haleon France seeks to protect Individuals from retaliation and reprisals, and 

Haleon France will take appropriate disciplinary action against any employee who 
engages in retaliatory conduct. Conversely and for the avoidance of doubt, 

making a Report in bad faith or abusive use of reporting channels otherwise could 

lead to disciplinary sanctions, up to and including dismissal. 

When a Report or public disclosure has been made anonymously, the individual 
whose identity is subsequently revealed has the same protections as any 

Individuals. 

Privacy Rights 

Pursuant to applicable law, the Individual has the right to: (a) request access 

to their personal data; (b) request rectification of their personal data; (c) 
request erasure of their personal data (“the right to be forgotten”); (d) 

request restriction of processing of their personal data; and (e) object to the 
processing of their personal data while Haleon France verifies their 

processing. 

The above rights may not be used by the person who is the subject of a 

Report to obtain information relating to the identity of the whistleblower. 

More on the right of access:  The right to access personal data includes 

the right to receive a copy of all, or a portion, of the Individual's personal 
data in Haleon France’s possession as long as Haleon France providing 

personal data would not adversely affect the rights and freedoms of others. 
In any case, the Individual will not be granted access to the personal data of 

third parties. 

More on the right to rectification: The exercise of such right may not 

result in the retroactive modification of the elements contained in a Report 

or collected during the investigation. When exercised, this right must not 
make it impossible to reconstruct the chronology of any changes of important 

elements of the investigation. This right can only be exercised to rectify 

factual data. 

More on the right to object: The Individual has the right to object to the 
processing of their personal data based solely on Haleon France’s legitimate 

interests on grounds relating to their particular situation. If the Individual 
does object in these circumstances, the processing of their personal data will 

be stopped unless there is an overriding, compelling reason to continue the 
processing or the processing is necessary to establish, pursue or defend legal 

claims. 

The Individual also has the right to define directives concerning the 

conservation, deletion and communication of their personal data after their 

death. 



 
 
 

 

The Individual can exercise these rights by submitting an email to Haleon 

Privacy Web Form (onetrust.com) Haleon France will respond to such requests in 

accordance with applicable data protection law.  

If the Individual believes that their personal data has been processed in 
violation of applicable data protection law, they have the right to lodge a 

complaint with the Commission Nationale de l’Informatique et des Libertés 

(“CNIL”), located at:  

3 Place de Fontenoy  

TSA 80715  

75334 PARIS CEDEX 07  

France 

For more information about the processing of personal data, please refer to 

Haleon France's Legal & Compliance Hub - France Employee PN 18 Jul 2022.pdf 

- All Documents (sharepoint.com) 

 

For any questions about this Policy, please contact: 

Hannah.c.Boast@haleon.com or Jules.m.parke-robinson@haleon.com.  

 

 

 

 

  

https://privacyportal-de.onetrust.com/webform/9ff761e6-6f16-4e20-800d-92706b153697/2dbed6f9-c63b-44b8-b85d-1adf5ab3f220/
https://privacyportal-de.onetrust.com/webform/9ff761e6-6f16-4e20-800d-92706b153697/2dbed6f9-c63b-44b8-b85d-1adf5ab3f220/
https://haleon.sharepoint.com/sites/LEGAL_COMPLIANCE/Shared%20Documents/Forms/AllItems.aspx?id=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices%2FFrance%20Employee%20PN%2018%20Jul%202022%2Epdf&parent=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices
https://haleon.sharepoint.com/sites/LEGAL_COMPLIANCE/Shared%20Documents/Forms/AllItems.aspx?id=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices%2FFrance%20Employee%20PN%2018%20Jul%202022%2Epdf&parent=%2Fsites%2FLEGAL%5FCOMPLIANCE%2FShared%20Documents%2FPrivacy%2FEmployee%20Privacy%20Notices
mailto:Hannah.c.Boast@haleon.com
mailto:Jules.m.parke-robinson@haleon.com


 
 
 

 

5.5 Germany  

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy"). In the event of a conflict, this section shall 
prevail. For a Report to be in scope of the procedure outlined below, the Reporter 

has to report a potential Breach to the local internal reporting channel outlined 
below. 

 
This country section is implemented in Germany by local legal entities with 

50+ employees ("Haleon Germany"). 
 

Who this section applies to locally  
 

This section applies to Haleon Germany employees reporting Breaches in 
accordance with b) to reporting channels defined under c) as well as leased 

employees, persons employed for the purpose of their vocational training and 
persons who, due to their economic independence, are to be regarded as 

equivalent to employees but we also accept reports from persons who have 

acquired information about the breaches outlined below in the context of a 
working or professional relationship with Haleon Germany or any other Haleon 

legal entity. The categories of person who may make reports by virtue of their 
working or professional relationship, in addition to employees of Haleon 

Germany, include candidates, former employees, independent contractors, 
consultants, paid and unpaid volunteers and trainees and shareholders and 

persons with administrative, management, control, supervisory or 
representative functions, as well as persons whose legal relationship with Haleon 

Germany still has not started, those whose probationary period is still ongoing 
and those whose legal relationship with Haleon Germany has terminated 

(collectively "Reporters").  

 

What concerns do this section apply to locally  
 

In addition to the topics that are set out in this Policy, this section covers the 

reporting of complaints and concerns (collectively, "Reports") relating to the 

following matters: 

• violations that are subject to criminal liability (Verstöße, die strafbewehrt 
sind) 

• violations which are subject to administrative fines (Verstöße, die 
bußgeldbewehrt sind) provided the violated regulation serves to protect life, 

limb or health or to protect the rights of employees or their representative 
bodies 

• Offences of federal and state legislation related to: (i) public procurement; 
(ii) financial services, products and markets, and/or prevention of money 

laundering and/or terrorist financing; (iii) product safety and/or compliance; 



 
 
 

 

(iv) transportation safety; (v) environmental protection; (vi) radiation 

protection and/or nuclear safety; (vii) food and/or food safety, animal health 
and animal welfare; (viii) public health; (ix) consumer protection; (x) 

protection of privacy and/or personal data and/or the security of networks 
and/or network and information systems; 

• Offences affecting the financial interests of the European Union, such as 
breaches of the relevant anti-fraud or anti-corruption legislation; 

• Offences relating to the internal market, in particular breaches of the rules on 

competition and/or State aid 

 

(together, the "Breaches"). 
 

This section does not cover reports relating to the reporter's own personal 
circumstances, grievances, complaints or employment relationship. Such 

concerns will generally fall outside the scope of this section and it may be more 
appropriate to raise such matters under a different global or Haleon Germany 

policy or procedure. 
 

Facts / information / documents, regardless of their form or medium, the 
disclosure of which is prohibited because they are covered by national security, 

medical secrecy, secrecy of judicial deliberations, or legal professional secrecy 
are expressly excluded from the whistleblowing scheme. 

 
How to internally report a Breach or concerns covered by this section 

locally 

 
In Germany, the Reporter may use the reporting channels identified in the End-

to-End Concerns Policy. However, using this channel means the concern will be 
heard and potentially investigated using group resources.  

 
If you wish to have the concern heard and investigated locally, please email 

Haleon.SpeakUp.Germany@Haleon.com with your concern. Reports via 
Haleon.SpeakUp.Germany@Haleon.com  will be received and potentially 

investigated by the GER Reporting Team. 
 

 
The receipt of the Report will be acknowledged within seven (7) working days of 

receipt.  
 

Investigation process and feedback 

 
Once a Report has been received, the GER Reporting Team will carry out an initial 

assessment to determine whether there is prima facie evidence of a Breach and, 
if so, appropriate action will be taken which may include an investigation. The 
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Reporter may be asked to provide further information in connection with any 

such investigation process.   
 

Furthermore, Haleon may request the assistance of an external law firm to obtain 
advice as to how to proceed in accordance with local legislation or may involve 

other forensic third-party providers to assist with an investigation if required, 
who will be under confidentiality obligations. 

 
Haleon will aim to keep the Reporter informed of the progress of any 

investigation and its likely timescale. However, sometimes the need for 

confidentiality may prevent us from giving the Reporter specific details of the 
investigation or any action taken as a result. The Reporter is required to treat 

any information about the investigation as strictly confidential. 
 

If and to the extent Reporters can be contacted, they will be provided with 
feedback within three months of acknowledgment of receipt of the Report (or, if 

no acknowledgment is received, three months from the expiration of a period of 
seven calendar days following receipt of the Report). The feedback includes the 

communication of planned as well as already taken follow-up actions and the 
reasons for them. Sometimes the need for confidentiality may prevent us from 

giving the Reporter specific details of the investigation or any action taken as a 
result. 

 
Anonymity and Confidentiality 

 

Reports may be made anonymously or on an open basis. However, we strongly 
encourage Reports to be made on an open basis, where possible. Anonymous 

reporting may limit the extent to which we are able to fully investigate Reports 
and take remedial action.  

 
Haleon will take steps to maintain confidentiality for all parties involved. The 

Reporter’s identity as well as the identity of the person who is subject of the 
Report, any third party mentioned in the Report and any information received in 

connection with the Report form which the identity may be directly or indirectly 
deduced will be processed in a confidential manner in accordance with applicable 

law.  
 

Retaliation against those making Reports, whether direct or indirect, and persons 
who facilitate or otherwise assist in the making of the Report or the investigation 

process will not be tolerated. 

 
Malicious or False Reports 

 
If it is found that a person knowingly reported false information or that a Report 

of wrongdoing was made maliciously, the person who made the Report may be 
subject to disciplinary action.  



 
 
 

 

 

Record keeping  
 

Reports made orally (e.g., by voice message to the toll-free telephone 

number) will be recorded as follows: 

• If the Report is collected on the recorded telephone line or other 
recorded voice mail system, with the consent of the Individual: 

Haleon will either (i) record the conversation on a durable and 
retrievable medium or (ii) transcribe the entire conversation; 

 

• If the Report is collected over the unrecorded telephone line or other 
unrecorded voice mail system: Haleon will make an accurate written 

transcript of the conversation; and 

 

• If the Report is collected during a videoconference or physical 
meeting, with the consent of the Individual: Haleon will either (i) 

record the conversation on a durable medium or (ii) make an 
accurate written transcript of the conversation. 

 
The Individual will have the opportunity to verify, rectify and approve the 

transcript of the conversation or the minutes (as applicable) by signing them. 
 

The documentation has to be deleted three years after the investigation 
procedure is completed. The documentation may be retained longer in order to 

comply with requirements under the German Legislation or other legislation as 

long as this is necessary and proportionate. 
 

External reporting locally  
 

Haleon strongly encourages Reports to be made internally so that any 
concerns can be resolved. However, should employees decide to report their 

concerns externally in compliance with applicable provisions, the competent 
authorities are set out in the Whistleblower Protection Act (Gesetz für einen 

besseren Schutz hinweisgebender Personen sowie zur Umsetzung der 
Richtlinie zum Schutz von Personen, die Verstöße gegen das Unionsrecht 

melden). In particular, the local external reporting channels can be found 
here. The Reporter may also make a Report to institutions, bodies, offices or 

agencies of the European Union, such as:  
 

European Commission  

European Anti-Fraud Office (OLAF) 
European Maritime Safety Agency (EMSA) 

European Union Aviation Safety Agency (EASA) 

https://www.bundesjustizamt.de/DE/MeldestelledesBundes/ZustaendigkeitderMeldestellen/ZustaendigkeitderMeldestellen_node.html#AnkerDokument97000


 
 
 

 

European Securities and Markets Authority (ESMA) 

European Medicines Agency (EMA) 

Protection against retaliation  

 
Individuals benefit from the protection provided for by applicable German 

statutory provisions.  
 

Specifically, the protection against retaliation applies to: 

• the Reporter and  

• Facilitators, i.e.: 

• third parties who confidentially support the Reporter in a Report in a 
work related context, 

• individuals who are related to the Reporter and who may suffer 
reprisals in a work related context, such as co-workers or relatives 

of the Reporter, or 
• legal entities that the Reporter owns, where the Reporter works, or 

to which the Reporter is otherwise connected, within a work related 
context. 

 

- (collectively "Individuals") 

In particular, Individuals are protected against any form of (threats and attempts 
of) retaliation (including termination, demotion, suspension, loss of benefits, 

threats, harassment or discrimination). Retaliation and reprisals by Haleon or its 
employees against colleagues are a serious and material breach of this 

procedure.  

 
Haleon seeks to protect Individuals from retaliation and reprisals, and Haleon 

will take appropriate disciplinary action against any employee who engages in 
retaliatory conduct. 

 
When a Report or public disclosure has been made anonymously, the individual 

whose identity is subsequently revealed has the same protections as any 
Individuals. 

  



 
 
 

 

5.6 Greece 

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy").  In the event of a conflict, this section shall 
prevail. 

 

Who this section applies to locally 

This section is implemented in Greece by the local legal entity by local legal 
entities with 50+ employees ("Haleon Greece"). 

 
This section applies to Haleon Greece employees, but we also accept Reports 

from persons who have acquired information about the breaches outlined below 
in the context of a working or professional relationship with Haleon Greece or 

any other Haleon legal entity. The categories of person who may make Reports 
by virtue of their working or professional relationship, in addition to employees 

(full or part-time, indefinite or fixed term, posted, etc.) of Haleon Greece, include 
the following: self-employed persons, consultants and home workers, 

shareholders, any person working under the supervision and direction of  

contractors, sub-contractors,  and suppliers, members of the board, members of 
management, auditing or supervisory corporate bodies, non-executives, 

volunteers and (paid or unpaid) trainees. Also, Reports can be made by persons, 
who obtained information on breaches, in the framework of their employment 

which has ended (for any reason, including retirement), as well as persons whose 
employment relationship has not yet begun, where information on breaches has 

been acquired during the recruitment process or during other precontractual 
negotiations (collectively "Reporters"). 

 
How to internally report a breach or concerns covered by this section 

locally  

In Greece, employees may use the reporting channels identified in the End-to-

End Concerns Policy. However, using this channel means the concern will be 
heard and potentially investigated using group resources.  

 

If you wish to have the concern heard and where appropriate investigated locally, 
please email Haleon.Speakup.Greece@Haleon.com with your concern.  

 
Haleon may request the assistance of an external law firm to obtain advice as to 

how to proceed in accordance with local legislation. 
 

Personal Data Processing  

The personal data processed in the context of a Report pursuant to the Policy 

shall be processed in compliance with applicable data protection legislation, 
including the EU Regulation 679/2016 (“GDPR”) and Greek law 4624/2019.  

 

mailto:Haleon.Speakup.Greece@Haleon.com


 
 
 

 

As a matter of exception from the general GDPR rules, Haleon Greece will not 

inform the person who is referred to in the Report as a person to whom the 
breach is attributed or any third party mentioned in the Report regarding their 

personal data processing and may not satisfy their relevant rights (right to 
access, rectification, erasure, etc.), as long as this is necessary to prevent 

attempts to obstruct the Report, to protect the investigation, to protect the 
Reporter's identity, and to protect the Reporter from any form of retaliation.  

 

External reporting locally  

Haleon Greece strongly encourages Reports to be made internally so that any 

concerns can be resolved.  However, should employees decide to report their 
concerns externally, the competent authority is the National Transparency 

Authority (the “NTA”). Reports can be made directly to the NTA, as set out 
below:  

  
 

• Electronically: Via the dedicated electronic platform of the NTA, available 
here: https://extwhistle.aead.gr.  

• In writing: in person or by post at the headquarters of the NTA, in an envelope 
marked “External report under Law 4990/2022” or bearing another indication 

that the Report falls within the provisions of the Law, concerning the external 
channel of the NTA, or by email at the following email address: 

external.whistle@aead.gr.  
• Orally: by means of a physical meeting with the authorised Inspector-Auditor 

upon your request submitted at external.whistle@aead.gr or by phone call on 

the telephone line (+30) 2132129900 (Monday – Friday 9:00 a.m. to 2:00 

p.m.). In this case, the Report will be recorded. 

 

  

https://extwhistle.aead.gr/
mailto:external.whistle@aead.gr


 
 
 

 

5.7 Hungary  

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy").  In the event of a conflict, this section shall 

prevail. 

Who this section applies to locally 

This section is implemented in Hungary by local legal entities with 50+ 

employees ("Haleon Hungary"). 

The following individuals associated with Haleon Hungary are encouraged to use 

the internal reporting process: 

• Current employees of Haleon Hungary; 

• Employees whose employment relationship was terminated with Haleon 
Hungary; 

• Persons seeking to establish an employment relationship with Haleon 
Hungary, provided that the procedure for establishment has been started; 

• Any self-employed person who has a contractual relationship with Haleon 
Hungary; 

• Persons who have ownership in Haleon Hungary as a company and/or who 

are members of the administrative, executive or supervisory body of Haleon 
Hungary; 

• Persons who have initiated the procedure for establishing a contractual 
relationship with Haleon Hungary or who is or has been a contractor, 

subcontractor, supplier or person under the supervision and direction of such 
contractor;  

• Trainees and volunteers working for Haleon Hungary; 
• Persons who wish to enter into a legal or contractual relationship with Haleon 

Hungary within the meaning of points (d), (e) or (g) and for whom the 
procedure for the establishment of such a legal or contractual relationship has 

been initiated; and 
• Persons who ceased to have a legal or contractual relationship with Haleon 

Hungary within the meaning of points (d), (e) or (g). 

Collectively ("Reporters") 

What concerns does this section apply to locally  

In addition to the topics that are set out in this Policy, this section covers 
complaints and concerns (collectively, "Reports") of employees, shareholders 

and others, employed or engaged by one of the entities listed in the country 
sections and relating to any unlawful or suspected unlawful act or omission or 

other abuse ("Breach").  



 
 
 

 

How to internally report a breach or concerns covered by this section 

locally  

In Hungary, employees may use the reporting channels identified in the End-to-

End Concerns Policy. However, using this channel means the concern will be 

heard and potentially investigated using group resources.  

If you wish to have the concern heard and where appropriate investigated locally, 
please email, call or contact personally Ms. Szedmák Nóra, HR Generalist, 

(Haleon Hungary Kft. 1124 Budapest, Csörsz u. 43.; Email  
nora.x.szedmak@haleon.com; Mobile +36 70 653 0746 ("Local Reporting 

Contact") with your concern.  

Haleon Hungary may request the assistance of an external law firm to obtain 

advice as to how to proceed in accordance with local legislation. 

External reporting locally  

Haleon Hungary strongly encourages Reports to be made internally so that any 

concerns can be resolved.  However, should employees decide to report their 

concerns externally, the competent authorities are set out below:  

• Directorate General for the Auditing of European Funds 
(https://eutaf.kormany.hu/) 

• Hungarian Competition Authority (https://www.gvh.hu/) 
• Integrity Authority (https://integritashatosag.hu/) 

• Public Procurement Authority (https://www.kozbeszerzes.hu/) 
• Hungarian Energy and Public Utility Regulatory Office 

(https://www.mekh.hu/) 
• National Bank of Hungary (https://www.mnb.hu/) 

• National Authority for Data Protection and Freedom of Information 

(https://www.naih.hu/) 
• National Media and Infocommunications Authority (https://nmhh.hu/) 

• Hungarian Atomic Energy Authority (https://www.haea.gov.hu/) 
• Supervisory Authority of Controlled Activities (https://sztfh.hu/) 

• Office of the Commissioner for Fundamental Rights of Hungary 
(https://www.ajbh.hu/) 

• Competent institutions, bodies, offices or agencies of the European Union.  

We encourage you to keep yourself updated of the latest regulations of the 

Hungarian Government. The Hungarian Government may unilaterally designate 
other organizations and/or authorities in the future which should be considered 

to be an external reporting channel. 

Investigation 

mailto:nora.x.szedmak@haleon.com


 
 
 

 

The Report will be assessed by the Local Reporting Contact. If the Report 

contains valid reference to a Breach, it will be appropriately investigated by Ms. 
Renáta Pukanová, HR Business Partner Romania, Hungary, Czech Republic, 

Slovakia  (Email: renata.8.pukanova@haleon.com; Tel: +421 903 606 552) 
("Case Manager"). If the Report is not qualified as a valid Report, the Report 

will be closed or waived, and the Reporter will be informed in writing. 

According to the Whistleblowing Act, the investigation of a Report may be waived 

if: 

• the Report was made anonymously; 

• the Report was not filed by a person entitled to do so; 

• the Report is a repeated Report by the same Reporter with the same content 
as the previous Report; or 

• the prejudice to the public interest or to an overriding private interest would 
not be proportionate to the restriction of the rights of the natural or legal 

person (i.e. the person concerned by the notification) resulting from the 

investigation of the Report. 

Feedback 

The Reporter will typically receive feedback within thirty days of the Report being 

made. The 30-days deadline may be extended to not more than 3 months on a 

duly justified basis, of which the Reporter shall be notified at the same time.  

Confidentiality 

A) Anonymity and Confidentiality of the Reporter 

Anonymity 

When reporting a Breach, the Reporter may choose to do so anonymously. 

However, according to the Hungarian Whistleblowing Act, the investigation of a 

Report may be waived if it was submitted anonymously. 

Confidentiality 

The identity of the Reporter is kept confidential and may only be accessible to 
the restricted list of persons involved in the case management (subject to 

obligations arising from the law or the applicable legal proceedings), e.g., the 
Case Manager, the appointed investigator(s), and any external or internal person 

mandated to support the investigation or next steps following the closing of the 

case. No one else will be informed. 

The identity of the Reporter must be kept confidential at any circumstances 
(regardless of the job position or seniority in Haleon Hungary) and, if necessary 

for the investigation to inform another person, the Case Manager should be 

mailto:renata.8.pukanova@haleon.com


 
 
 

 

consulted and approve. An unauthorized disclosure may lead to disciplinary 

actions. 

In all cases, the identity of the Reporter will not be provided to the reported 

person, unless expressly agreed by the Reporter or required by law or in the 

framework of legal proceedings. 

B) Confidentiality of the reported person, witnesses and all third 

parties mentioned in the Report 

Confidentiality 

All persons involved are entitled to confidentiality in order to avoid unnecessary 

damage to their privacy and reputation. Therefore, the identity of the reported 

person, the facts reported, and the subsequent investigation and findings are 
kept confidential and limited to the strict necessity of the management of the 

Breach (subject to obligations arising from the law or the applicable legal 

proceedings). 

Information shared must be kept confidential at any circumstances (regardless 
of the job position or seniority in Haleon Hungary) and, if necessary for the 

investigation to inform another person, the Case Manager should be consulted 

and approve. An unauthorized disclosure may lead to disciplinary actions. 

Privacy 

Haleon Hungary processes the data of the persons concerned by the Report in 

line with the provisions of the Hungarian Whistleblowing Act, the EU Regulation 
679/2016 (“GDPR”) and relevant Hungarian laws, and the Data Privacy Notice 

of Haleon Hungary.  

  



 
 
 

 

5.8 Ireland 

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy"). In the event of a conflict, this section shall 
prevail. 

 
Who this section applies to locally  

This section is implemented in Ireland by any legal entities with an excess of 
50 employees ("Haleon Ireland").  

 
This section applies to Haleon Ireland employees (whether employed on a 

permanent, temporary, full-time, part-time or fixed-term basis) and persons 
who have acquired information about the Breaches (as defined below) in the 

context of a working or professional relationship or provide services to Haleon 
Ireland. These persons include independent contractors, sub-contractors, 

service providers, suppliers, members of the board, members of 
management, auditing or supervisory corporate bodies, non-executives, 

agency staff, persons on work experience, ex-employees, volunteers and 

trainees.  
This section also applies to those who report a breach of which they became 

aware during a recruitment process or pre-contractual negotiations 
(collectively "Reporters") 

 
What concerns do this section apply to locally  

In addition to the topics that are set out in this Policy, this section covers the 
reporting of complaints and concerns (collectively, "Reports") relating to the 

following matters: 

• criminal offences that have been, are being or are likely to be committed; 

• a failure or likely failure to comply with any legal obligation, other than 
one arising under a contract of employment or a contract to provide 

services personally; 
• a miscarriage of justice that has occurred, is occurring or is likely to occur; 

• the actual or likely endangerment of the health or safety of any individual; 

• damage or likely damage to the environment; 
• an unlawful or otherwise improper use (or likely improper use) of funds or 

resources of a public body or other public money; 
• an act or omission by or on behalf of a public body that is oppressive, 

discriminatory or grossly negligent or which constitutes gross 
mismanagement; and 

• information tending to show that any of the preceding matters has been, 
is being or is likely to be concealed or destroyed or that an attempt has 

been, is being or is likely to be made to conceal or destroy such 

information. 

(together, the "Breaches"). 



 
 
 

 

This section does not cover Reports relating to the Reporter's own personal 

circumstances, grievances, complaints or employment relationship. Such 
concerns will generally fall outside the scope of this section and it may be more 

appropriate to raise such matters under a different Haleon Ireland policy or 

procedure. 

How to internally report a Breach or concerns covered by this section 

locally 

In Ireland, Reporters may use the reporting channels identified in the End-to-
End Concerns Policy. However, using this channel means the concern will be 

heard and potentially investigated using group resources. If you wish to have 

the concern heard and where appropriate investigated locally, please email 

Haleon.SpeakUp.Ireland@Haleon.com with your concern.   

Investigation process and feedback  

Once a Report has been received, Haleon Ireland will carry out an initial 

assessment to determine whether there is prima facie evidence of a Breach and, 
if so, appropriate action will be taken which may include an investigation. The 

Reporter may be asked to provide further information in connection with any 

such investigation process.   

Haleon Ireland will aim to keep the Reporter informed of the progress of any 
investigation and its likely timescale. However, sometimes the need for 

confidentiality may prevent us from giving the Reporter specific details of the 
investigation or any action taken as a result. The Reporter is required to treat 

any information about the investigation as strictly confidential. 

Fair and due process requires that any person accused of wrongdoing or a Breach 

should be made aware of, and given the opportunity to respond to, any 

allegations made against them.   

If the Reporter's identity is known, they will be provided with feedback within 

three months of acknowledgment of receipt of the Report. Furthermore, if the 
Reporter so requests in writing, they will be provided with further feedback at 

intervals of 3 months until such time as the procedure relating to the Report is 

closed. 

Anonymity and Confidentiality 

Reports may be made anonymously or on an open basis.  However, we 

strongly encourage Reports to be made on an open basis, where possible.  
Anonymous reporting may limit the extent to which we are able to fully 

investigate Reports and take remedial action.  

mailto:Haleon.SpeakUp.Ireland@Haleon.com


 
 
 

 

Haleon Ireland will take steps to maintain confidentiality for all parties 

involved, to the extent reasonable and practicable under the circumstances. 

Haleon Ireland will not, without the Reporter's explicit consent, disclose their 

identity or any information from which their identity may be directly or indirectly 
deduced, to another person, other than those (including members of staff 

designated under legislation) whom Haleon Ireland reasonably considers may be 
necessary for the purposes of the receipt or transmission of, or follow-up on, 

Reports as required under legislation.  

The prohibition on disclosure will not apply where:  

• the disclosure is a necessary and proportionate legal obligation in the context 

of investigations or judicial proceedings;  

• the person to whom the Report was made or transmitted: 

o shows that they took all reasonable steps to avoid disclosing the 
Reporter's identity or any information from which it could be 

deduced, or  

o reasonably believes that disclosing their identity or any such 

information is necessary for the prevention of serious risk to the 

security of the State, public health, public safety or the environment; 

• the disclosure is otherwise required by law.  

Where the Reporter's identity or any other information from which their identity 

may be directly or indirectly deduced is disclosed to another person, the Reporter 
will be notified in writing in advance, together with the reasons for the disclosure 

unless this would jeopardise: 

• the effective investigation of the wrongdoing;   

• the prevention of serious risk to the security of the State, public health, public 

safety or the environment; or  

• the prevention of crime or the prosecution of a criminal offence. 

Retaliation against Reporters, whether direct or indirect, and persons who 
facilitate or otherwise assist in the making of the Report or the investigation 

process will not be tolerated.   

Malicious or False Reports 

If it is found that a person knowingly reported false information or that a Report 
of wrongdoing was made maliciously, the person who made the Report may be 

subject to disciplinary action.  

External Reporting locally  



 
 
 

 

Haleon Ireland strongly encourages Reports to be made internally so that any 

concerns can be resolved.  However, should Reporters decide to Report their 
concerns externally, the prescribed persons are set out in the Protected 

Disclosures Act 2014 (Disclosure to Prescribed Persons) Order 2020 (SI 
367/2020), available here. The Reporter may also make a Report to the Office of 

the Protected Disclosures Commissioner or, where relevant, to institutions, 

bodies offices or agencies of the European Union. 

A Reporter may make a Report to a prescribed person if the person reasonably 
believes that the Breach is within the remit of the prescribed person and the 

information the person discloses and any allegation in it are substantially true.   

Records 

Haleon Ireland will keep a record of all Reports made in accordance with this 

section. Records will be retained for no longer than is necessary and 

proportionate for Haleon Ireland to comply with its legal obligations. 

  

https://www.irishstatutebook.ie/eli/2020/si/367/made/en/print?q=367&years=2020


 
 
 

 

5.9 Italy  

[TO BE UPDATED] 

  



 
 
 

 

5.10 Netherlands  

This country section supplements the End-to-End Concerns Policy and the EU 

Whistleblowing Policy (the "Policy"). In the event of a conflict, this section shall 
prevail. 

 
Who this section applies to locally 

This section is implemented in the Netherlands by local legal entities with 50+ 

employees ("Haleon NL"). 

 
This section applies to Haleon NL employees, but we also accept Reports from 

persons who have acquired information about the breaches outlined below in 
the context of a working or professional relationship with Haleon NL or any other 

Haleon legal entity. The categories of person who may make Reports by virtue 
of their working or professional relationship, in addition to employees of Haleon 

NL, include independent contractors, agency workers, job candidates, sub-

contractors, service providers, suppliers, members of the board, members of 
management, auditing or supervisory corporate bodies, non-executives, 

members of the administrative, management or supervisory body, and 
suppliers and anyone working under the supervision of them) who reports a 

(suspected) misconduct or (suspected) abuse, volunteers and trainees 
(collectively, "Reporters"). 

 
What concerns does this section apply to locally 

 

In addition to the topics that are set out in this Policy, this section covers 
complaints and concerns (collectively, "Reports") of Reporters, relating to an 

act or omission involving the public interest concerning the following issues: 

• the violation or risk of violation of a statutory regulation or internal rules 

containing a concrete obligation and established by an employer pursuant 

to a statutory regulation; or 

• the danger to public health, to the safety of persons, to damage to the 

environment or to the proper functioning of the company by improper 

acts or omissions. 

 

The public interest is at stake in any case if the act or omission does not only 

affect personal interests, but must also have either a pattern or structural 

character or the act or omission must be severe or extensive. 

 
How to internally report a breach or concerns covered by this section 

locally 

In the Netherlands, Reporters may use the reporting channels identified in the 

End-to-End Concerns Policy. However, using this channel means the concern will 



 
 
 

 

be heard and potentially investigated using group resources. 

 

If you wish to have the concern heard and where appropriate investigated 
locally, please reach out to the local officer for the Netherlands ("Local 

Officer") to file a Report and who will follow up on the Report with due care. 
You can reach out to Michaël Falcomer (HR Business Partner Benelux) via email:  

haleon.speakup.netherlands@Haleon.com or by phone on +32 475 824 320 or 

to Marie-Maud Danmanville (Legal & Compliance Director France & Benelux) via 
email: haleon.speakup.netherlands@Haleon.com or by phone on +33 6 82 82 

70 95 with your concern. 
 

You may report your concerns in writing, orally by telephone or request a face-

to-face meeting with the Local Officer. 
 

Haleon may request the assistance of an external law firm ("Law Firm") to 

obtain advice as to how to proceed in accordance with local legislation. 
 

External reporting locally 

Haleon NL strongly encourages Reports to be made internally so that any 
concerns can be resolved. However, should Reporters decide to report their 

concerns externally, the competent authorities in the Netherlands are set out 
below: 

 
• Authority for Consumers and Markets (Autoriteit 

Consument en Markt) (https://www.acm.nl) 
• Authority for Financial Markets (Autoriteit Financiële Markten) 

(www.afm.nl) 
• Data Protection Authority (Autoriteit 

persoonsgegevens)(www.autoriteitpersoonsgeg
evens.nl) 

• De Nederlandsche Bank N.V. (www.dnb.nl) 
• Dutch Whistleblowers Authority (Huis 

voor 
Klokkenluiders)(www.huisvoorklokkenlui
ders.nl) 

• Health and Youth Care Inspectorate (Inspectie 

gezondheidszorg en jeugd)(www.igj.nl) 
• Dutch Healthcare Authority (Nederlandse Zorgautoriteit) (www.nza.nl) 
• Authority for Nuclear Safety and Radiation Protection 

(Autoriteit Nucleaire Veiligheiden Stralingsbescherming) 
(www.autoriteitnvs.nl) 

• Other authorities appointed by the minister or statute 

 
Information on how to report can be found on the respective authority's 

website. It is also possible to seek advice on a confidential basis from the Advice 
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Department of the Dutch Whistleblowers Authority before reporting any 

breaches (E: advies@huisvoorklokkenluiders.nl). 

 

What to expect when reporting locally 

 
• All Reports received through the local reporting channel are directly 

managed by the Local Officer and the Law Firm. Once a Report is 
received the Local Officer will assess whether the Report falls within the 

scope of this section or the Policy and whether it should result in further 
investigation pursuant to either the Policy or this section. The Reporter 

will be informed accordingly. 
• All Reports received through other means (i.e. by HR business partners) 

will be sent promptly by the recipients to the Local Officer and the Law 
Firm using the local reporting channel and will be kept confidential. 

• The Reporter will receive feedback on the progress of the investigation, 
within a reasonable timeframe not exceeding three (3) months from the 
acknowledgement of receipt. 

• Retaliation against a Reporter, whether direct or indirect, will not be 

tolerated. This protection against retaliation provided by the Dutch Act, 
also extends to: 
o Facilitators who advise a Reporter in the reporting process in a work-

related context and whose advice is confidential; 
o a third party who is connected with a Reporter and who could suffer a 

detriment at the hands of Haleon NL or a person or organisation with 
which the Reporter is otherwise connected in a work-related context 

o a legal entity that the Reporter owns, works for or is otherwise 
connected with in a work-related context; and 

o the Local Officer(s) to whom Reports can be reported and who will 
follow up on the Report.



 

 

 

5.11 Poland  

[TO BE UPDATED] 
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5.12 Portugal 

This country section supplements the End-to-End Concerns Policy and the 

EU Whistleblowing Policy (the "Policy").  In the event of a conflict, this 

section shall prevail. 

Who this section applies to locally 

This section is implemented in Portugal by local legal entities with 50+ 

employees ("Haleon Portugal"). 

This section applies to Haleon Portugal employees, but we also accept 
reports from persons who have acquired information about the breaches 

outlined below in the context of a working or professional relationship with 
Haleon Portugal or any other Haleon legal entity. The categories of person 

who may make reports by virtue of their working or professional 
relationship, in addition to employees of Haleon Portugal, include 

independent contractors, sub-contractors, service providers, suppliers, 
members of the board, members of management, auditing or supervisory 

corporate bodies, non-executives, volunteers and trainees (collectively 

"Reporters"). 

What concerns do this section apply to locally  

In addition to the topics that are set out in this Policy, this section covers 

complaints and concerns (collectively, "Reports") of Reporters relating 

to the following matters:  

• Violent crime, especially violent and highly organised crime, as well as 

organised and economic-financial crime 
• In the field of national defence and security, any act or omission contrary 

to the procurement rules contained in the European Union acts referred 
to in part i.A of the Annex to Directive (EU) 2019/1937, or contrary to 

the purposes of those rules. 

How to internally report a breach or concerns covered by this 

section locally  
 

In Portugal, Reporters may use the reporting channels identified in the End-
to-End Concerns Policy and the Code of Conduct. However, using this 

channel means the concern will be heard and potentially investigated using 
group resources. If you wish to have the concern heard and where 

appropriate investigated locally, please email 
Haleon.SpeakUp.Portugal@Haleon.com with your concern.  

 

External reporting locally  
Haleon Portugal strongly encourages Reports to be made internally so that 

any concerns can be resolved.  However, should Reporters decide to report 

their concerns externally, the competent authorities are set out below:  

mailto:Haleon.SpeakUp.Portugal@Haleon.com
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• the Public Prosecutor's Office; 
• the criminal police agencies; 

• the Bank of Portugal; 
• the independent administrative authorities; 

• public institutes; 
• inspectorates-general and similar entities and other central services of 

the direct administration of the State endowed with administrative 
autonomy; 

• local authorities; and 

• public associations. 
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5.13 Romania 

 

This country section supplements the End-to-End Concerns Policy and the 
EU Whistleblowing Policy (the "Policy").  In the event of a conflict, this 

section shall prevail. 
 

Who this section applies to locally 

This section is implemented in Romania by local legal entities with 50+ 

employees ("Haleon Romania"). 
 

This section applies to Haleon Romania employees, but we also accept 
Reports from persons who have acquired information about the breaches 

outlined below in the context of a working or professional relationship with 
Haleon Romania, as described below. The categories of person who may 

make Reports by virtue of their working or professional relationship, in 

addition to current or former employees of Haleon Romania, include: 

 
• Independent contractors, sub-contractors, service providers, 

suppliers, who performed work or provided services for or to Haleon 
Romania;  

• Shareholders, members of the board, members of management, 
auditing or supervisory corporate bodies, including non-executive 

members of the board of directors;  
• Volunteers and trainees; 

• Any persons working under the supervision and direction of 

contractors, subcontractors and suppliers who performed work or 
provided services for or to Haleon Romania; 

• Job candidates in relation to a recruitment process at Haleon 
Romania, who obtained information in relation to their concern during 

the recruitment process or other pre-contractual negotiations; 
• Potential service providers to Haleon Romania, such as 

manufacturers, suppliers, contractors, or consultants, who obtained 
information in relation to their concern during the pre-contractual 

negotiations; and  
• Persons who anonymously Report or publicly disclose information 

regarding violations of the law. 

 

(collectively, "Reporters").  
 

What concerns does this section apply to locally  

 
In addition to the topics that are set out in this Policy, this section covers 

complaints and concerns (collectively, "Reports") of Reporters relating 
to the following matters:  
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• Breaches falling within the scope of the Romanian laws and European 
Union acts set out in the Annex 2 to the Romanian Whistleblowing 

Law (i.e., Law No. 361/2022 on the protection of whistleblowers in 
the public interest) that concern the following areas: (a) public 

procurement, (b) financial services, products and markets, and 
prevention of money laundering and terrorist financing, (c) product 

safety and compliance, (d) transport safety, (e) protection of the 
environment, (f) radiation protection and nuclear safety, (g) food and 

feed safety, animal health and welfare, (h) public health, (i) 
consumer protection, (j) protection of privacy and personal data, and 

security of network and information systems. 

• Breaches related to the internal market, as referred to in Article 26(2) 

of the TFEU, including breaches of the European Union rules on 
competition and State aid, as well as breaches related  to the internal 

market in terms of acts  that violate the rules on  corporate taxation 

or mechanisms whose purpose is to obtain a fiscal advantage that 
contravenes the object or purpose of the law applicable to corporate 

taxation, which represent  disciplinary misconducts, contraventions 

or crimes, or which are contrary to the object or purpose of the law. 

How to internally report a breach or concerns covered by this 

section locally  

In Romania, the Reporters may report a breach or concerns covered by this 
section using the reporting channels identified in the End-to-End Concerns 

Policy. 
 

Reports made under this section shall be investigated by the Haleon group 
response team, respectively by Incident Classification Group (“ICG”), 

which is comprised of the Security, Investigations and Resilience team, HR 
and Legal, with other stakeholders such as Forensics, Tech and Compliance 

brought in where necessary to advise on specific concerns. 

 
Haleon Romania may request the assistance of an external law firm to 

obtain advice as to how to proceed in accordance with local legislation. 
 

What a Report should contain 

According to the Romanian Whistleblowing Law, a Report should include, at 

least, the following:  

• the name and the contact details of the Reporter; 
• the workplace-related context in which the information was obtained;  

• the person concerned, if known;  
• the description of the fact likely to constitute a violation of the law 

within the Company and, as appropriate;  
• the evidence in support of the Report; and   

• the date and signature if the case.  
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If the Report does not contain the above-mentioned elements, other than 

the Reporter's identification data, the Reporter may be asked to provide 

additional information within fifteen (15) days. If the Reporter fails to 

provide the requested information within the foregoing timeframe, the 

respective Report will be closed without further due. 

Anonymous reporting 

Anonymous Reports will be analysed to the extent they contain indications 

of the alleged breach of the law.  

If the anonymous Report does not contain enough information about 

violations of the law to allow analysis and resolution of respective Report, 

the Reporter may be asked complete it within fifteen (15) days. If the 

Reporter fails to provide the requested information within the foregoing 

timeframe, the anonymous Report will be closed without further actions 

taken in relation to such Report. 

Record keeping 

The Reports are stored for a period of five (5) years, as provided under the 

Romanian Whistleblowing Law. On expiry of this period, Reports will be 

destroyed. 

External reporting locally  

Haleon Romania strongly encourages Reports to be made internally so that 

any concerns can be resolved.  However, the Reporter may submit a Report 

to external reporting channels. The National Agency for Integrity is the 

authority with general competencies in relation to external whistleblowing 

reporting. 

Further information on how you can report a concern can be found on the 
website of the National Agency for Integrity, respectively on: Informații 

generale – Avertizori în interes public (integritate.eu) 
 

Other aspects 

If the Reporter is subject to a disciplinary proceeding due to making a 

Report (whether through internal or external reporting channels, or public 

disclosure), the relevant disciplinary committee or similar body within 

Haleon Romania shall, on Reporter's prior request, invite the media, a 

representative of the union or professional association, or a representative 

of the employees, as the case may be.  

https://avertizori.integritate.eu/informatii-generale/
https://avertizori.integritate.eu/informatii-generale/
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5.14 Slovakia  

his country section supplements the End-to-End Concerns Policy and the 

EU Whistleblowing Policy (the "Policy"). In the event of a conflict, this 
section shall prevail. 

 
Who this section applies to locally 

 

This section is implemented in Slovakia by Haleon Levice, s.r.o., having 
its registered office at Priemyselný park Géňa, Ul. E. Sachsa 4-6, 934 01 

Levice, Identification No.: 47 249 153 ("Haleon Levice"). 
 

This section applies to Haleon Levice employees, but we also accept reports 
from persons who have acquired information about the breaches outlined 

below in the context of a working or professional relationship with Haleon 
Levice or any other Haleon legal entity. The categories of persons who may 

make reports by virtue of their working or professional relationship, in 

addition to employees of Haleon Levice, include: 

• Independent contractors; 
• Individuals exercising rights associated with the participation in a legal 

entity; 
• Members of a body of a legal entity; 

• Individuals performing tasks within the scope of the activity of a legal 

entity, in its interest, on its behalf or on its account; 
• Volunteers; 

• Interns; 
• Individuals performing rights and obligations arising from the contract, 

the subject of which is the provision of supplies, services, construction 

works or other similar performance  

(collectively "Reporters").  
 

What concerns does this section apply to locally  
 

In addition to the topics that are set out in this Policy, this section covers 

complaints and concerns (collectively, "Reports") of Reporters relating to: 

• specific criminal acts as well as all criminal acts, for which the Slovak 
Criminal Code sets out a prison sentence with the upper limit over 

two years, 

• administrative offence for which the maximum fine is to be calculated 

based on a formula; and 

• administrative offence for which the maximum fine exceeds €30,000.  
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How to internally report a breach or concerns covered by this 
section locally  

 
In Slovakia, employees may use the reporting channels identified in the 

End-to-End Concerns Policy and the Code of Conduct. However, using this 
channel means the concern will be heard and potentially investigated using 

group resources.  
 

If you wish to have the concern heard and where appropriate investigated 
locally, please email OznamenieLevice@Haleon.com with your concern. 

Please note that any concerns regarding Reports that Reporters wish to 
report in Slovakia may be reported locally, orally or in writing, also during 

a physical meeting. 
 

Investigation process 

 
If a Reporter submits a Report using the local channels identified in this 

section, the person responsible for the local channel will carry out an 
assessment to determine the scope of any investigation. Where the Report 

can be handled at local level and it relates to purely local circumstances 
even in terms of its consequences, the Report will be handled at local level 

with the support of the local HR Department or his/her designee.  
 

During the investigation process it is possible that the team in charge of 
the investigation could request additional information from the Reporter. 

The person responsible for the investigation, as well as their team, shall 
maintain communication with the Reporter and will provide feedback no 

later than 90 days from the date of the notice of receipt. The persons or 
services involved in the investigation process have, by virtue of their 

position or status, the competence, authority and means necessary to carry 

out their role. Alternatively, local HR Department may request the 
assistance of an external law firm to obtain advice as to how to proceed in 

accordance with local legislation or may involve other forensic third-party 
providers to assist with an investigation if required, who will be under 

confidentiality obligations.  
 

The Reporter's identity and information from which his/her identity can be 
directly or indirectly traced will not be disclosed without his/her consent. 

Reports will be shared with the local HR Department, or their designee, in 

compliance with applicable information-sharing provisions.  

Designated person 
 

The designated person is the following individual engaged by Haleon Levice 
or the following department at Haleon Levice: local HR Department. 

 

External reporting locally  
 

mailto:OznamenieLevice@Haleon.com
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Haleon Levice strongly encourages Reports to be made internally so that 
any concerns can be resolved. However, should Reporters decide to submit 

their Reports externally, the competent authority is the Office for Protection 
of Whistleblowers (Úrad na ochranu oznamovateľov, 

https://www.oznamovatelia.sk/).  
 

Protection  

If applicable, the Reporter may apply for protection in: 

• criminal proceedings to the public prosecutor; 
• administrative-offence proceedings to the respective public authority 

in charge of the proceedings; 
• relation to any legal action affecting the employment relationship to 

the Office for Protection of Whistleblowers. 

Haleon Levice may not take any Retaliation against the Reporter for 

submission of the Report. 

 
Record keeping 

 
Haleon Levice must maintain records about Reports filed by the Reporters 

for a period of three years from the date of receipt of the Report. 
Haleon Levice is obliged to keep evidence of the Reports received, 

covering the following scope: 

• date of filing; 

• Reporter's name, surname and address, save for a case of anonymous 
Reporter; 

• the subject of the Report; 
• results of the investigation; and  

• date of closing of the investigation. 

Data privacy 

 

Haleon Levice will be the data controller of the personal data processed for 
the purpose of managing the whistleblowing system and investigating the 

Reports, according to its obligation to comply with legal provisions 
regarding the implementation of a whistleblowing system. 

Haleon Levice may process personal data of the Reporters and the 
persons who are the subject of the Reports. In particular, the following 

categories of personal data may be collected and processed as part of the 
investigation of Reports: 

• Identity, functions and contact details of the Reporter; 
• Identity, functions and contact details of the persons who are the subject 

of the Report; 
• Identity, functions and contact details of persons involved in the 

collection or processing of the Report; 
• Facts reported; 
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• Elements collected within the framework of the verification of the 
reported facts; 

• Investigation reports; and 
• Follow-up to the Report. 

 
Personal data will only be accessed by the local designated person, 

although they may allow access to the Head of HR for taking disciplinary 
measures, to the Head of Legal for taking legal action, to the data 

protection officer, to any third party where necessary for taking 
corrective measures, and to data processors that may assist with the 

investigations (which may include but it is not limited to HR and legal 
teams and third party providers).  

 
Furthermore, the local designated person may transfer personal data to 

public authorities, courts or the Public Prosecutor Office in order to 

comply with legal obligations or to bring or defend Haleon Levice from 
claims and liabilities arisen from the facts mentioned in the Report or 

gathered as part of the investigation. If the Reporter's personal data is 
transferred to those authorities, Haleon Levice will inform the Reporter 

in advance, unless that may risk an investigation or legal proceedings 
or contravene applicable regulations from time to time. 

 
As part of the Policy, personal data acquired by Haleon Levice may be 

transferred outside of the European Economic Area. To provide an 
adequate level of data protection for the transfer of personal data through 

the whistleblowing system, Haleon Levice has entered into an agreement 
including the European Commission's standard contractual clauses with 

the relevant entities of the Haleon group, which may act as data 
processors for the purpose of providing the underlying technology that 

supports the whistleblowing system. Data subjects can obtain a copy of 

such standard contractual clauses by sending an e-mail to 

IRM.Support@haleon.com 

Personal data will be retained as described in section "Record keeping" 
above. 

Data subjects may exercise their rights of access, rectification, 
erasure, objection, limitation of processing and portability of their 

data, where applicable under the applicable regulations, by sending an 

email to IRM.Support@haleon.com 

In addition, they may also lodge a complaint with the relevant 
supervisory authority: the Slovak Data Protection Authority (Úrad na 

ochranu osobných údajov Slovenskej republiky, 
https://dataprotection.gov.sk/uoou/). However, in the event that the 

persons who are the subject of the Reports exercise their right to object, 
it shall be presumed that there are compelling legitimate grounds for 

processing his or her personal data, unless there is evidence to the 

contrary. 

mailto:IRM.Support@haleon.com
mailto:IRM.Support@haleon.com
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5.15 Spain  

This country section supplements the End-to-End Concerns Policy and the 

EU Whistleblowing Policy (the "Policy"). In the event of a conflict, this 

section shall prevail.  

Who this section applies to locally 

This policy is implemented in Spain by 

• Haleon Spain, S.A.U.; and 

• Haleon Alcala, S.A.U.  
 

together ("Haleon Spain"). 

This section applies to Haleon Spain employees but we also accept reports 

from persons who have acquired information about the breaches outlined 
below in the context of a working or professional relationship with Haleon 

Spain or any other Haleon legal entity. The categories of person who may 
make reports by virtue of their working or professional relationship, in 

addition to employees of Haleon Spain, include independent contractors, 
any person working under the supervision and direction of contractors, sub-

contractors service providers or suppliers, members of the board, members 
of management, auditing or supervisory corporate bodies, non-executives, 

volunteers and trainees, former employees or candidates (collectively 

"Reporters").  

What concerns does this section apply to locally  

In addition to the topics that are set out in the Policy, this section covers 
complaints and concerns (collectively, "Reports") of employees, 

shareholders and others, employed or engaged by Haleon Spain relating 
to acts or omissions that may constitute a "serious" or "very serious" 

criminal offence or administrative infringement, including all those serious 
or very serious criminal offences or administrative infringements that 

involve economic loss for the Public Treasury and for Social Security. 

How to internally report a breach or concerns covered by this 

section locally  

In Spain, employees may use the reporting channels identified in the End-

to-End Concerns Policy and the Code of Conduct. However, using this 
channel means the concern will be heard and potentially investigated using 

group resources. 

Any concerns regarding Reports that Reporters wish to report locally in 

Spain may also be reported, in writing, to: 

Haleon.SpeakUp.Spain@Haleon.com 

Reports made through this channel will be received by Gueorgui Roussev, 

who is authorized by Haleon Spain to receive and follow up on Reports 

received through this channel (the "Local Reporting System Manager").  

mailto:Haleon.SpeakUp.Spain@Haleon.com
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If your Report concerns the Local Reporting System Manager, you can 
directly send your Report to any member of the Board of Directors of your 

employing entity or through the group channels identified in the End-to-

End Concerns Policy and the Code of Conduct.  

Likewise, if a Report is not received through the reporting channels 
mentioned in this Policy but through other unofficial channels or employees, 

the employee receiving such Report must immediately communicate the 
same to the Local Reporting System Manager within a maximum period of 

48 hours, immediately deleting the Report received. The person who has 
received the Report must keep the Report strictly confidential. Failure to 

comply with these reporting and confidentiality obligations may lead to 

disciplinary action.  

Reports may be made anonymously or on an open basis. However, we 
strongly encourage Reports to be made on an open basis, where 

possible. Anonymous reporting may limit the extent to which we are 

able to fully investigate Reports and take remedial action.  

A Report made on an anonymous basis will be investigated, provided 

that the seriousness of the alleged facts is evidenced and the factual 

elements supporting the claim are sufficiently detailed. 

Investigation process 

If you make a Report using the local channels identified in this Spain 

section, the Local Reporting System Manager, or their designee, will 
carry out an assessment to determine the scope of any investigation to 

elect the investigation team that will handle the investigation process 
depending on the nature of the Report, including HR and legal teams. 

The Report may be shared with those individuals handling the 
investigation, always guaranteeing the confidentiality of the Report. If 

the Local Reporting System Manager, or their designee, considers that 
the scope of the Report made does not allow local investigation (i.e. if 

it cannot or can no longer be handled at the local level and/or its 

consequences exceed the local level), the Report may be shared with 
the General Counsel, or his designee, who may ask the Reporter to provide 

further information in connection with the investigation process. The 
persons or services involved in the investigation process have, by virtue of 

their position or status, the competence, authority and means necessary to 
carry out their role. Alternatively, the Local Reporting System Manager may 

request the assistance of an external law firm to obtain advice as to how to 
proceed in accordance with local legislation or may involve other forensic 

third-party providers to assist with an investigation if required, who will be 

under confidentiality obligations. 

During the investigation process it is possible that the team in charge 
of the investigation could request additional information from the 

Reporter. Additionally, if there is any other person affected by the 
Report, the affected person will be informed of the actions or omissions 
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attributed to him/her and will be entitled to be heard at any time, but 

will not be informed of the identity of the Reporter.  

The investigation process will be completed under a presumption of 

innocence and respecting the honour of the persons concerned. 

The maximum length of the investigation proceeding would be three (3) 
months, except in cases of special complexity that require an extension 

of the term, in which case, this may be extended up to a maximum of 
three (3) additional months. The Reporter will be provided with feedback 

on the action envisaged or taken as follow-up to the Report, as far as it is 
possible, and subject to the Company's other obligations, including 

applicable laws and internal policies. 

Confidentiality 

Consistent with the End-to-End Concerns Policy, all investigations will be 
conducted in a confidential manner, so that information will be disclosed 

only as needed to facilitate review of the investigation materials or 

otherwise as required by law.  

The Local Reporting System Manager will retain on a strictly confidential 

basis, as required under the Company's record retention policy and 
applicable regulations in effect from time to time, all records relating to 

any Report and to the investigation and resolution thereof.  

We guarantee the confidentiality even when the communication is sent 

to non- competent personnel, who will have been trained in this matter 
and warned of the classification of its violation as a "very serious" 

offence. There is also an obligation to everyone who receives a Report 

by mistake to send it to the Local Reporting System Manager. 

Record keeping  

Reports will only be kept for as long as is strictly necessary and 

proportionate for their investigation and for the protection of the 
whistleblowers, the subjects of the Report and any third parties 

mentioned in the Report, as well as to preserve the Company's defence 

right, taking into account the time required for any further 

investigations.  

In particular, personal data relating to out-of-scope Reports, special 
categories of personal data (except where necessary due to the nature 

of the Report), untruthful information, and personal data that is 

unnecessary for the investigation will be destroyed without delay. 

If no investigation is initiated within three (3) months after receipt of 
an in-scope Report, personal data relating to this Report will be 

destroyed, unless duly anonymized. 

If no action is taken following an in-scope Report, the personal data 

relating to this Report will be destroyed by Haleon Spain once the 
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investigation is finished and the decision not to take any further action 

is made.  

In the case of disciplinary or legal proceedings initiated pursuant to a 
Report, the personal data relating to the Report will be retained until 

the end of the proceedings or the end of the limitation period for appeals 
against the decision and maximum for ten (10) years, unless it is 

necessary to keep the data for a longer period of time to preserve the 

Company's defence right.  

Data privacy 

The management body of each entity that is part of Haleon Spain will be 

the data controller of the personal data processed for the purpose of 
managing the whistleblowing system and investigating the Reports, 

according to its obligation to comply with legal provisions regarding the 

implementation of a whistleblowing system pursuant to Law 2/2023. 

Haleon Spain may process personal data of the whistleblowers and the 

persons who are the subject of the Reports. In particular, the following 
categories of personal data may be collected and processed as part of the 

investigation of Reports: 

• Identity, functions and contact details of the whistleblower; 

• Identity, functions and contact details of the persons who are the subject 

of the Report; 

• Identity, functions and contact details of persons involved in the 

collection or processing of the Report; 

• Facts reported; 

• Elements collected within the framework of the verification of the 

reported facts; 

• Investigation reports; and 

• Follow-up to the Report. 

Personal data will only be accessed by the Local Reporting System 

Managers, although they may allow access to the Head of HR for taking 

disciplinary measures, to the data protection officer, to any third party 
where necessary for taking corrective measures, and to data processors 

that may assist with the investigations (which may include but it is not 

limited to HR team and third party providers).  

Furthermore, the Local Report System Managers may transfer personal 
data to public authorities, courts or the Public Prosecutor Office in order 

to comply with legal obligations or to bring or defend Haleon Spain from 
claims and liabilities arisen from the facts mentioned in the Report or 

gathered as part of the investigation. If whistleblower's personal data 
is transferred to those authorities, Haleon Spain will inform the 
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whistleblower in advance, unless that may risk an investigation or legal 

proceedings or contravene applicable regulations from time to time. 

As part of the policy, personal data acquired by Haleon Spain may be 
transferred outside of the European Economic Area. To provide an adequate 

level of data protection for the transfer of personal data through the 
whistleblowing system, Haleon Spain has entered into an agreement 

including the European Commission's standard contractual clauses with the 
relevant entities of the Haleon group, which may act as data processors for 

the purpose of providing the underlying technology that supports the 
whistleblowing system. Data subjects can obtain a copy of such standard 

contractual clauses by sending an e-mail to privacy@haleon.com. 

Personal data will be retained as described in section "Record Keeping" 

above. 

Data subjects may exercise their rights of access, rectification, erasure, 

objection, limitation of processing and portability of their data, where 

applicable under the applicable regulations, by sending an email to 
privacy@haleon.com. In addition, they may also lodge a complaint with 

the relevant supervisory authority: the Spanish Data Protection 
Authority (Agencia Española de Protección de Datos). However, in the 

event that the persons who are the subject of the Reports exercise their 
right to object, it shall be presumed that there are compelling legitimate 

grounds for processing his or her personal data, unless there is evidence 

to the contrary. 

Protection against retaliation  

Individuals benefit from the protection provided by applicable Spanish 

statutory provisions. Specifically, the following individuals would be 

protected against retaliation: 

• The whistleblower 

• The legal representatives of employees in the exercise of their functions 

of advising and supporting the whistleblower 

• Individuals who, within the organization in which the whistleblower 

works, assist the whistleblower in the process; 

• Individuals who are related to the whistleblower and who may suffer 

reprisals, such as co-workers or relatives of the whistleblower, 

• Individuals for whom the whistleblower works or with whom he/she has 
any other type of relationship in an employment context or in which 

he/she has a significant shareholding. 

In particular, individuals are protected against any form of (threats and 

attempts of) retaliation (including termination, demotion, suspension, loss 
of benefits, threats, harassment or discrimination). Retaliation and reprisals 

by Haleon Spain or its employees against colleagues are a serious and 

material breach of this procedure.  

mailto:privacy@haleon.com
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Haleon Spain seeks to protect Individuals from retaliation and reprisals, 
and Haleon Spain will take appropriate disciplinary action against any 

employee who engages in retaliatory conduct. Conversely and for the 
avoidance of doubt, making a Report in bad faith could lead to disciplinary 

sanctions, up to and including dismissal. 

When a Report or public disclosure has been made anonymously, the 

individual whose identity is subsequently revealed has the same protections 

as any individuals. 

External reporting locally  

Haleon strongly encourages Reports to be made internally so that any 

concerns can be resolved and Haleon can take appropriate corrective 
measures. However, should employees decide to report their concerns 

externally, the competent authority is the Independent Authority for the 

Protection of Informants.  
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5.16 Sweden  

 

This country section supplements the End-to-End Concerns Policy and the 
EU Whistleblowing Policy (the "Policy").  In the event of a conflict, this 

section shall prevail. 
 

Who this section applies to locally 

This section is implemented in Sweden by local legal entities with 50+ 

employees ("Haleon Sweden"). 
 

This section applies to Haleon Sweden employees, but we also accept 
Reports from persons who have acquired information about the breaches 

outlined below in the context of a working or professional relationship with 
Haleon Sweden or any other Haleon legal entity. The categories of persons 

who may make Reports by virtue of their working or professional 

relationship, in addition to employees of Haleon Sweden, include job 
applicants, independent contractors, sub-contractors, service providers, 

suppliers, members of the board, members of management, auditing or 
supervisory corporate bodies, non-executives, volunteers and trainees, and 

other persons who perform work under the supervision and leadership of 
Haleon Sweden. The categories of persons who may make Reports also 

include persons who have previously been employed by Haleon Sweden or 
belonged to other categories listed above and acquired information about 

the breaches during their time with Haleon Sweden (collectively 
"Reporters"). 

 
What concerns does this section apply to locally  

 
In addition to the topics that are set out in this Policy, this section covers 

complaints and concerns (collectively, "Reports") of Reporters and 

relating to the following matters:  
 

• Breaches of Swedish Law that implement or complete European 
Union Law; 

• Breaches that counteract the purpose or aim of European Union Law; 
and 

• Other complaints and concerns that are of such nature that it is in 
public interest that they are reported (Sw. missförhållanden av 

allmänt intresse). 
 

How to internally report a breach or concerns covered by this 

section locally  

In Sweden, employees may use the reporting channels identified in the 
End-to-End Concerns Policy. However, using this channel means the 

concern will be heard and potentially investigated using group resources.  
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If you belong to another category of persons who may make Reports by 
virtue of working or professional relationship as defined above, or you are 

an employee and you wish to have the concern heard and where 
appropriate investigated locally, please email 

Haleon.SpeakUp.Sweden@Haleon.com or call +46708246483 and describe 
your concern. You may also request to report at a physical meeting which 

will be accommodated with a reasonable time period.  
 

Haleon may request the assistance of an external law firm to obtain advice 
as to how to proceed in accordance with local legislation. 

 

External reporting locally  

Haleon Sweden strongly encourages Reports to be made internally so that 
any concerns can be resolved. However, should Reporters decide to report 

their concerns externally, i.e., using a reporting channel maintained by a 

competent authority. The competent authorities are set out below:  
 

• Arbetsmiljöverket (The Swedish Work Environment Authority) - 
www.av.se 

• Boverket (The Swedish National Board of Housing, Building and 
Planning) - www.boverket.se 

• Ekobrottsmyndigheten (The Swedish Economic Crime Authority) - 
www.ekobrottsmyndigheten.se 

• Elsäkerhetsverket (The National Electrical Safety Board) - 
www.elsakerhetsverket.se 

• Fastighetsmäklarinspektionen (The Swedish Estate Agents 
Inspectorate) – www.fmi.se 

• Finansinspektionen (government authority tasked with monitoring 
the financial market) - www.fi.se 

• Folkhälsomyndigheten (Public Health Agency of Sweden) - 

www.folkhalsomyndigheten.se 
• Havs- och vattenmyndigheten (Swedish Agency for Marine and Water 

Management) - www.havochvatten.se 
• Inspektionen för strategiska produkter (Inspectorate of Strategic 

Products) – www.isp.se 
• Inspektionen för vård och omsorg (The Health and Social Care 

Inspectorate) - www.ivo.se 
• Integritetsskyddsmyndigheten (The Swedish Authority for Privacy 

Protection) - www.imy.se 
• Kemikalieinspektionen (The Swedish Chemicals Agency) - 

www.kemi.se 
• Konkurrensverket (The Swedish Competition Authority) - 

www.konkurrensverket.se 
• Konsumentverket (The Swedish Consumer Agency) - 

www.konsumentverket.se 

• Livsmedelsverket (The Swedish Food Agency) - 
www.livsmedelsverket.se 
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• Läkemedelsverket (The Swedish Medical Products Agency) - 
www.lakemedelsverket.se 

• Länsstyrelserna (County Administrative Boards) - 
www.lansstyrelsen.se 

• Myndigheten för samhällsskydd och beredskap (The Swedish Civil 
Contingencies Agency) - www.msb.ses 

• Naturvårdsverket (The Swedish Environmental Protection Agency) - 
www.naturvardsverket.se 

• Post- och telestyrelsen (The Swedish Post and Telecom Authority) – 
www.pts.se 

• Regeringskansliet (The Government Offices of Sweden) - 
www.regeringen.se 

• Revisorsinspektionen (The Swedish Inspectorate of Auditors) - 
www.revisorsinspektionen.se 

• Skatteverket (The Swedish Tax Agency) - www.skatteverket.se 

• Skogsstyrelsen (The Swedish Forest Agency) - 
www.skogsstyrelsen.se 

• Spelinspektionen (The Swedish Gambling Authority) - 
www.spelinspektionen.se 

• Statens energimyndighet (The Swedish Energy Agency) - 
www.energimyndigheten.se 

• Statens jordbruksverk (The Swedish Board of Agriculture) – 
www.jordbruksverket.se 

• Styrelsen för ackreditering och teknisk kontroll (The Board for 
Accreditation and Conformity Assessment, SWEDAC) - 

www.swedac.se 
• Transportstyrelsen (The Swedish Transport Agency) - 

www.transportstyrelsen.se 

 

Protection against retaliation under Swedish Whistleblowing Act 

Reporters who may make Reports by virtue of working or professional 
relationship as defined above under this section enjoy protection against 

retaliation under the Swedish Whistleblowing Act (Sw. lag om skydd för 
personer som rapporterar om missförhållanden, 2021:890) provided that 

the following conditions are met: 
 

• The Reporter reported the complaint or concern using Haleon 
Sweden's local internal reporting line as described above, an external 

reporting line maintained by a competent authority or – subject to 
further conditions – by public disclosure; 

• The Report relates to topics as set out in this section above; 
• The Reporter had reasonable grounds to believe that the information 

about the complaint or concern was true at the time of reporting.  
 

Under the Swedish Freedom of Press Act (Sw. tryckfrihetsförordningen) and 

the Swedish Fundamental Law on Freedom of Expression (Sw. 

http://www.lakemedelsverket.se/
http://www.lansstyrelsen.se/
http://www.msb.se/
http://www.msb.se/
http://www.naturvardsverket.se/
https://pts.se/
http://www.regeringen.se/
http://www.revisorsinspektionen.se/
http://www.skatteverket.se/
http://www.skogsstyrelsen.se/
http://www.spelinspektionen.se/
http://www.energimyndigheten.se/
https://jordbruksverket.se/
http://www.swedac.se/
http://www.transportstyrelsen.se/


 

67 

 

yttrandefrihetsgrundlagen) everyone is free to communicate information on 
any subject whatsoever for the purpose of publication in programmes or 

technical recordings ("freedom to communicate information", Sw. 
meddelarfrihet) as well as right to procure information on any subject 

whatsoever in order to communicate or publish it ("freedom to procure 

information", Sw. anskaffarfrihet). An employee's 




